
Crypto-wallets revolution! Key
factors driving behavioral

intention to adopt the Coinbase
Wallet using mixed PLS-SEM/
fsQCA methodology in the

Spanish environment
Eloy Gil-Cordero, Pablo Ledesma-Chaves and Roc�ıo Arteaga S�anchez

Business Administration and Marketing Department, University of Seville,
Sevilla, Spain, and

Ari Melo Mariano
Department of Production Engineering, Universidade de Bras�ılia, Bras�ılia, Brazil

Abstract

Purpose – The aim of this study is to examine the behavioral intention (BI) to adopt the Coinbase Wallet by
Spanish users.
Design/methodology/approach – A survey was administered to individuals residing in Spain between
March and April 2021. There were 301 questionnaires analyzed. This research applies a new predictive model
based on technology acceptance model (TAM) 2, the unified theory of acceptance and use of technology
(UTAUT) model, the theory of perceived risk and the commitment trust theory. A mixed partial least squares
structural equationmodeling (PLS-SEM)/fuzzy-set qualitative comparative analysis (fsQCA)methodologywas
employed for the modeling and data analysis.
Findings – The results showed that all the variables proposed have a direct and positive influence on the
intention to use a Coinbase Wallet. The findings present clear directions for traders, investors and academics
focused on improving their understanding of the characteristics of these markets.
Originality/value – First, this study addresses important concerns relating to the adoption of crypto-wallets
during the global pandemic. Second, this research contributes to the existing literature by adding electronic
word of mouth (e-WOM), trust, web quality and perceived risk as new drivers of the intention to use the
Coinbase Wallet, providing unique and innovative insights. Finally, the study offers a solid methodological
contribution by integrating linear (PLS) and nonlinear (fsQCA) techniques, showing that both methodologies
provide a better understanding of the problem and a more detailed awareness of the patterns of antecedent
factors.
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Paper type Research paper

1. Introduction
The use of cryptocurrencies is a recent phenomenon that nowadays is attracting the attention
of a large part of society (Alekseenko and Gidigbi, 2021; Davison et al., 2022; Shin and Rice,
2022). Two of the main existing cryptocurrencies by capitalization are Ethereum and Bitcoin.
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The use of cryptocurrencies has grown steadily and its capitalization can be compared to the
population of some small countries (Banco de Espa~na, 2022; Hileman and Rauchs, 2017). In
contrast to those who see the system as simply a passing fad or insignificant (Hileman and
Rauchs, 2017), others who are more optimistic claim that cryptocurrencies, such as Bitcoin,
will alter payments, economies and even policies around the world (Narayanan et al., 2016).

Cryptocurrencies are a medium of exchange that functions like any monetary asset (as
they can be exchanged to acquire and transfer goods and services) but, unlike traditional
money (Namazi, 2020), they do not require the intervention of governments, financial
institutions or third parties (Geiregat, 2018). Cryptocurrencies rely on blockchain technology
which enables the transmission of digital information through the use of cryptographic
methods to guarantee unique and legitimate transactions (Farell, 2015; Garc�ıa-Corral et al.,
2022; Sanz-Bas et al., 2021).

During 2021, Spain was the fifth largest financial asset in Europe, with approximately
V60 billion, behind the United Kingdom, France, Germany and the Netherlands and ahead of
Switzerland and Italy (Banco de Espa~na, 2022).

Payments with cryptocurrencies can be made between all those subjects who have
software in their computer, smartphone or tablet; these are the so-called cryptocurrencies
wallets (crypto-wallets) (Hossain, 2020). A crypto-wallet is a software that securely stores,
sends and receives cryptocurrencies through public or private cryptographic keys (Hileman
and Rauchs, 2017; Jørgensen and Beck, 2022; Saputra and Darma, 2022).

One of the major crypto-wallets, which also act as exchanges (buying, selling and
exchanges between different cryptocurrencies), is Coinbase (Rezaeighaleh and Zou, 2019).
Coinbase is a secure online platform for buying, selling, transferring and storing
cryptocurrency (Albayati et al., 2021). Coinbase Global Inc., was started in 2012 by Brian
Armstrong, originally to enable people to easily store, send and receive digital assets like
Bitcoin in a simple and secure way. Since then, the company has built a reliable and solid
platform that allows users to easily access an extensive range of crypto products (Sandner
et al., 2022). The number of crypto-wallets created globally reached over 81 million wallet
users in 2022. Statista (2022) points out that the use of multiple crypto apps around the world
increased significantly in 2021.

In addition, the COVID-19 pandemic severely affected the global economy during 2020
(OECD, 2020) and many researchers have analyzed the impact of this crisis on financial
markets’ properties and relationships. Among these markets, due to their unique blockchain
technology cryptocurrencies present different attributes from conventional assets that need
to be investigated (Foroutan and Lahmiri, 2022; Vidal-Tom�as, 2021). To the best of our
knowledge, there are no previous studies which have focused on the technological acceptance
of crypto-wallets during the COVID-19 pandemic. Thus, this study aims to reduce this
research gap by proposing a model to determine the factors in adopting Coinbase Wallets
among enthusiasts of information technology (IT) and crypto users’ communities. Based on
the technology acceptance model 2 (TAM 2), the unified theory of acceptance and use of
technology (UTAUT) model, the theory of perceived risk and commitment trust and
proceeding to a mixed PLS-SEM/fsQCA analysis, the aim of this article is to identify the
factors affecting the intention to adopt the Coinbase Wallet by Spanish users. This objective
is further complemented by the following secondary objectives. First, to know how the
situation caused by the COVID-19 pandemic directly affects the intention to use this crypto-
wallet and, second, to determine the importance of recommendations and trust of potential
users in the intention to use the Coinbase Wallet.

The present study contributes and extends the literature on crypto-wallets in various
ways. Firstly, since cryptocurrencies differ from traditional financial assets, this study
addresses important concerns relating to the adoption of crypto-wallets during the global
pandemic. Secondly, this study may be the first to adapt and develop a new predictive model
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for user intentions in the context of crypto-wallets. Thirdly, this study contributes to the
existing literature by adding electronic word of mouth (e-WOM), trust, web quality and
perceived risk as new drivers of the intention to use the Coinbase Wallet, providing unique
and innovative insights. Fourthly, the study offers a solid methodological contribution by
integrating linear (i.e. regression analysis with PLS) and nonlinear techniques (fuzzy-set
qualitative comparative analysis), showing that both methodologies provide a better
understanding of the problem and a more detailed awareness of the patterns of antecedent
factors. The use of a sole methodology might restrict the overall results when a complicated
phenomenon arises. Finally, the study provides an enriching and updated literature review
concerning crypto-wallets. From a corporate point of view, as digital cryptocurrencies
become more popular with governments, businesses and individuals, the findings present
clear directions for traders, investors and academics focused on improving their
understanding of the characteristics of these markets.

This work has the following structure. After this introduction, the literature review is
presented. In the third section the proposed model is justified by setting out the related
hypotheses. The fourth section deals with themethodology identifying themeasures used for
each of the variables to be studied. In the next section, the analysis of data and results is
carried out, and the hypotheses put forward in the third section are verified. The last section
presents the discussion of the results obtained and endswith themost relevant conclusions of
this work, also presenting its limitations and possible related future research.

2. Literature review
2.1 Crypto-wallets
In recent years, technology has acquired a leading role in many sectors, including the banking
and financial services sector (Kumari and Devi, 2022). The combination of financial technology
(FinTech) and blockchain is deliberately transforming digital banking services (Alaassar et al.,
2023; Kumari and Devi, 2022). The term FinTech refers to all those activities that imply the use
of innovation and technological developments for the design, supply and provision of products
and financial services. FinTech in banking services has mainly affected payments and the
modebywhich transactions are executed (Kumari andDevi, 2022; Thakor, 2020). FinTech aims
for the banking sector to reshape profit-making conditions for industries and produce new
revenue channels through online payments. The biggest disruptive potential of FinTech in
payments services is with cryptocurrencies (Alaassar et al., 2023; Kumari and Devi, 2022).

In this context, crypto-wallets are software applications used primarily to manage
cryptocurrencies, and they gained prominence with the rise of cryptocurrencies (Jørgensen
and Beck, 2022; Shin and Rice, 2022). A cryptocurrency wallet is an essential tool that has
been used to interact with blockchain and cryptocurrencies. Blockchain is a technology based
on a decentralized and public-operation chain of blocks. The technology creates a common
database whose users can access and track all transactions they have performed (Suratkar
et al., 2020; Zakarneh et al., 2022). Every time a network user performs a digital operation,
associated data is generated and stored in one of the blocks. When the block contains
information, it is connected to an existing blockchain (Hurtado, 2022) (See Figure 1). This
technology’s programming and open nature makes it possible to innovate the financial sector
and administrative processes to improve efficiency and transparency.

According to the report published by MarketsandMarkets (2022) “the Blockchain Market
size was valued $4.9 billion in 2021 and projected to reach $67.4 billion by 2026, at a
Compound Annual Growth Rate (CAGR) of 68.4% during the forecast period”.

Therefore, a cryptocurrency wallet is a system that provides a secure environment for
accessing and conducting transactions on blockchains (Suratkar et al., 2020). This means that
to use cryptocurrencies it is essential to have one of these digital wallets.
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Crypto-wallets can be classified into hot wallets or cold wallets (Taylor et al., 2021). Hot
wallets (online) are those that are online (software) and can be accessed whenever you have
Internet access from any browser or application. Since the Internet is not totally secure, funds
stored in a hot wallet may be at a slight risk of theft or loss due to software bugs. Cold wallets
(offline) store digital currencies outside the network (hardware), therefore some physical
support is needed to access them – this could be a computer, a USB or a QR code. A wallet is
cold when it is safe offline and it is not exposed to the dangers that are on the Internet
(R�amirez, 2022; Suratkar et al., 2020).

The main hot wallets are desktop wallets, web wallets and mobile wallets (Biernacki and
Plechawska-W�ojcik, 2021; R�amirez, 2022). The main cold wallets are hardware wallets and
paper wallets (Suratkar et al., 2020; Zakarneh et al., 2022). Some widely used multicurrency
web wallets are shown in Table 1.

Aswe see in Table 1 Coinbase is one of themost important webwallets and it has emerged
as one of the most popular cryptocurrency wallets in the world (Auer et al., 2023). On April
2021 it debuted on Nasdaq, the New York stock exchange where the world’s leading
technology companies are listed, and its price skyrocketed immediately (Cinco Dias, 2021).

Crypto-wallets type Most relevant wallets

Hardware Wallet Ledger and KeepKey
Desktop wallet Electrum, Bitcoin Core and Bither
Web wallet Blockchain.info, Strongcoin and Coinbase
Mobile wallet Mycelium, Blockfolio Bitcoin and Bitcoin Wallet

Source(s): Adapted from Coinmotion (2022)

Figure 1.
How blockchain works

Table 1.
Crypto-wallets
classification
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Coinbase has more than 4,900 employees and is present in more than 100 countries. It has
over 103million verified users, generates over $217 billion quarterly volume traded and it has
$96 billion assets on its platform (Coinbase, 2022).

Cryptocurrency is an emerging economic phenomenon in the world of finance that has
recently been attracting scholars’ attention to identify research topics and future trends.
Despite the importance of cryptocurrencies, global research on cryptocurrency is still very
scarce, and it is in a nascent phase (Dabbous et al., 2022).

Most studies about crypto-wallets have centered on technological characteristics. For
example, Jørgensen and Beck (2022) focused on the universal wallet by describing the first
elements of taxonomy for the application area and environment to manage these wallets.
Furthermore, this taxonomy explains how universal wallets are a logical improvement on
blockchain systems. Similarly, Suratkar et al. (2020) carried out a multicurrency wallets
review, exploring features like supported currencies, anonymity, cost, platform support, key
management, wallet recovery methods and fiat currencies supported. Zakarneh et al. (2022)
concentrated on cryptocurrencies in terms of advantages and disadvantages. Other
researchers, such as Rezaeighaleh and Zou (2019) evaluated the methodology using real-
world examples and simulation exercises with various types of crypto-wallets. In the same
context, Taylor et al. (2021) assessed the methodology using real cases and simulation
exercises of different crypto-wallet types. Finally, Biernacki and Plechawska-W�ojcik (2021)
developed a comparative analysis of tools formanaging a cryptocurrency portfolio in order to
find out which of the tools is currently the best solution for users.

2.2 Theoretical foundation
The current study proposes a new predictive model to investigate user intentions toward
using CoinbaseWallets based onTAM2, the UTAUTmodel, the theory of perceived risk and
the commitment trust theory. These theoretical models have been used to measure the
behavioral intent in IT adoption and actual use of information systems by users (Nguyen and
Huynh, 2018). The linking of these relevant four theories has been widely used in previous
studies (Liu and Tu, 2021; Namahoot and Jantasri, 2023; Nguyen and Huynh, 2018). The
details of these theories are set out below.

2.2.1 TAM 2 and the UTAUTmodel. Several models of technology acceptance have been
developed over the last 40 years. Among the first to be proposed was the TAM proposed by
Davis (1989), which studied how to predict the acceptance and use of technology in the work
context. In 2000, TAM 2 was developed by Venkatesh and Davis (2000) on the basis of TAM
and is composed of two crucial processes to the study of user acceptance, the Social Influence
Processes (Subjective Norm, Voluntariness and Image) and the Cognitive Instrumental
Processes (Job Relevance, Output Quality, Result Demonstrability and Perceived Usefulness).
In these models, the field of study on technology acceptance and use was initially based on
studies in the area of psychology, more specifically Fishbein and Ajzen (1975) theory of
reasoned action (TRA) and Ajzen’s (1985) theory of planned behavior (TPB). These models
served as the basis for Venkatesh et al. (2003) to advance their initial unified theory of
acceptance and use of technology (UTAUT) model of technology acceptance in a work
environment.

UTAUT considers that four constructs are the main factors determining the intention to
use IT. The four constructs are: expected performance, expected effort expectancy, social
influence and facilitating conditions (Venkatesh et al., 2003). All of them shape the most
influential variables of the eight models or theories discussed above.

2.2.2 The commitment trust theory. In a highly risky environment such as the Internet,
companies use trust variables as a basis for their services. The theory of commitment trust
explains that trust is the intention or belief of a consumer in a product or service (Morgan and
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Hunt, 1994). These authors point out that the trust of one of the parties in the other comes
from the belief that the partner is reliable and upright. According to Gefen (2000), trust is a set
of beliefs comprising competency, honesty and benevolences of service providers.
Commitment trust theory indicates that there are five precursor variables (relationship
termination costs, relationship benefits, shared values, communication and opportunistic
behavior) and five outcome variables (acquiescence, propensity to leave, cooperation,
functional conflict and uncertainty in decision-making) (Morgan and Hunt, 1994) and the
relationship of commitment and trust are key mediators between these precursor variables
and the outcome.

2.2.3 Perceived risk theory. The theory of perceived risk is focused on understanding
consumer decision-making behavior (Park andTussyadiah, 2017). Consumers prefer to avoid
risk rather than increase utility when purchasing (Mitchell, 1999). Perceived risk has been a
common extension of UTAUT and it is considered one of the important factors that affect the
intention to adopt new technologies (Salem, 2019). Perceived risk is defined as consumers’
perceptions of the “potential for loss in the pursuit of the desired outcome of using an
e-service” (Featherman and Pavlou, 2003; Ter Ji-Xi et al., 2021a). L�opez-Zambrano et al. (2021)
point out that in relationshipswhere there is uncertainty it is necessary to include the variable
perceived risk, since our decision to use a technology or not depends on the cost-benefit
analysis (Gefen et al., 2003; Pavlou, 2003).

The factors influencing the growing use of cryptocurrencies have been an increasingly
intriguing topic for researchers; however, there is a dearth of global empirical studies on the
drivers of its adoption. These studies are even more limited on drivers of crypto-wallet
adoption (Saiedi et al., 2021). In fact, research studies related to crypto-wallet adoption are
inexistent in the context of Spain.

Some authors have analyzed factors determining consumers’ behavioral intention (BI) to
use cryptocurrencies (Almajali et al., 2022; Schaupp et al., 2022; Ter Ji-Xi et al., 2021a). From a
consumer behavior perspective in Spain, Arias-Oliva et al. (2021) analyzed themost important
factors that ensure the success of the development of cryptocurrency. The results showed
that risk was not a significant factor. However, willingness to manage cryptocurrency risk
could be a prerequisite for adoption.

In addition, the most important factor for a given cryptocurrency’s success has been the
performance expectancy. As for the literature specifically on crypto-wallet adoption, we have
onlymanaged to findAlbayati et al. ’s (2021) study that examined the reasons behind the high
adoption and low usage rate of cryptocurrency wallets. The model proposed mixed usability
with a user experience questionnaire (UEQ) to understand user experience.

3. Research model and hypothesis
This research applies a new predictive model based on TAM 2 and the UTAUT model, the
theory of perceived risk and the commitment trust theory. Our model includes the following
variables e-WOM, web quality, perceived risk, trust and performance expectancy as possible
new drivers of the intention to use the Coinbase crypto-wallet, providing unique and
innovative insights.

3.1 Electronic word of mouth (e-WOM)
The Internet is a global computer network and the services it offers allow users to share their
opinions and experiences about goods and services (Hennig-Thurau et al., 2004) with
complete strangers who are socially and geographically dispersed (Cheung and Lee, 2012).
This is known as e-WOM. This refers to any positive or negative statement based on
experience made by potential or current customers concerning a product, service, brand or
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company available to a large number of people and institutions through the Internet (Chetioui
et al., 2020; Hennig-Thurau et al., 2004; Putri and Hasib, 2022).

In this phenomenon, trust is a concept that plays an important role (Seo et al., 2020) since,
as a consequence of the nature of e-WOM, unknown participants develop a lot of unfiltered
information, it being difficult to judge the credibility of the source (Di and Luwen, 2012).
Despite this, users today perceive sources such as social networks as places where
information is even more reliable than that coming from traditional channels (Mangold and
Faulds, 2009). Herd behavior, derived from the trust that social networks provide to users, is
increasingly common. Turning to empirical studies, these reveal that popular short-term
behavior is also observed in financial markets (Hotar, 2020), among them, the buying and
selling of cryptocurrencies.

Previous scientific literature has shown that e-WOM on cryptocurrencies has a positive
impact on trust in the adoption of Bitcoin and other cryptocurrencies (Anser et al., 2020; Asmi
et al., 2019; Gil-Cordero et al., 2020; Rasika Hemantha, 2021). For example Asmi et al. (2019)
explained a direct relationship between Blockchain e-WOM and blockchain use and Gil-
Cordero et al. (2020) concluded in their work, that e-WOM can be considered as one of the
constructs that exerts the greatest weight on trust in the purchase of cryptocurrencies. In this
paper we therefore propose the following hypothesis to test this:

H1. E-Wom influences trust in Coinbase Wallets.

3.2 Web/app quality
Web/app quality can be defined as user’s evaluations of the features of a website that meet
their needs and reflect the excellence of the website (Aladwani and Palvia, 2002). Web/app
professionals are concerned with web/app quality factors because they have an important
impact on user acceptance (Ahn et al., 2007). Many studies show the relationship between
web/app quality and user acceptance. This is because web/app quality has a positive impact
on beliefs about the perceived usability and ease of use of websites/apps (Ahn et al., 2007; Ali
et al., 2022; Ighomereho et al., 2022; Palos-Sanchez et al., 2021). Moreover, Teng and Khong
(2021) andAwad et al. (2022) state that the system’s quality can affect not only the adoption of
a system but also its continued use, being a trigger for other essential issues such as security
and privacy.

All interactions require an element of trust, especially those in the uncertain e-commerce
environment (Pavlou, 2003). In e-commerce, consumers need assurances that the other party
is not abusing confidential information (Atif, 2002) as the risks in these online exchange
relationships are based on anonymity, a lack of control and potential opportunism
(Bhattacherjee, 2002). Trust, therefore, is considered as a catalyst in consumer-seller
relationships, as it provides expectations of successful transactions (Pavlou, 2003) and helps
to establish long-term relationships (Bhattacherjee, 2002).

The quality of the system also has a high impact on mobile wallets and their trust (Azizah
et al., 2018). In order to be able to ensure this necessary trust it is mandatory, after the
development phase, to perform a quality test (Praitheeshan et al., 2020) that measures the
variables of access speed, response time, ease of use, flexibility and navigation (Azizah
et al., 2018).

H2. Web/app quality influences trust in Coinbase Wallets.

3.3 Perceived risk
Perceived risk is generally considered to be the person’s perception of the uncertain and
undesirable consequences of participating in an activity (Dowling and Staelin, 1994;
Namahoot and Jantasri, 2023; Widyanto et al., 2022). Previous work has described perceived
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risk in e-commerce as the degree to which a user believes that using the web is dangerous or
may have negative consequences (Glover and Benbasat, 2010; Sharma et al., 2022; Ter Ji-Xi
et al., 2021b). Both conceptualizations refer to Bauer’s (1960) definition of perceived risk,
which states that this is the customer’s anticipation that certain purchase actions could have
consequences that cannot be anticipated with certainty, some of them being undesirable
(Bauer, 1960). Because of this, when risk is present, trust occupies an important place when it
comes to a buyer’s willingness to enter into a transaction (Grazioli and Jarvenpaa, 2000).

From the perspective of cryptocurrencies, their use can have advantages over traditional
payment methods, for example, lower costs, speed and anonymity, among others. However,
their use may entail certain risks since this digital money is not directly covered by the laws
imposed by governments on the usual means of payment (Almajali et al., 2022; Arias-Oliva
et al., 2019; Segendorf, 2014). Therefore, the major innovation in its use is the ability to
implement a decentralized payment network. This service is hampered by the apparent lack
of collateral in its operations and the volatility of its valued functions (Gil-Cordero et al., 2020;
Mendoza-Tello et al., 2019).

H3. Perceived risk influences trust in Coinbase Wallets.

3.4 Performance expectancy
Performance expectations are defined as the degree to which a person believes that the use of
a particular technology is useful in improving his or her performance in a particular activity
(Venkatesh et al., 2003). There are some factors that help in forming performance
expectations, such as perceived usefulness, external motivation, relative advantages and
outcome expectations (Ghalandari, 2012).

Venkatesh et al. (2003) states that peoplewill adopt blockchain technology if they believe it
will lead to positive results. This is due to the lack of intrinsic value, as the value of
cryptocurrency depends on the number of users using it. Consequently, cryptocurrency must
be a high-value proposition and significant marketing efforts must be made to ensure that
potential customers understand this value, as the more value-added they provide, the more
likely it will be used (Arias-Oliva et al., 2019). From the findings of Yeong et al. (2022) and
Ghalandari (2012), it is perceived that there is a significant and positive effect of performance
expectations on users’ usage intention. Conversely, Miraz et al. (2022) examined the factors
that influence cryptocurrency adoption in the digital market in Malaysia and the results
showed that performance expectancy negatively impacts the digital market of that country.

Based on the above, we establish as the fourth hypothesis of the article:

H4. Performance expectations influence the intention to use Coinbase Wallets.

3.5 Trust
Moorman et al. (1993) define trust as the willingness to rely on an actor in whom the user has
confidence (Moorman et al., 1993). ThusMorgan and Hunt (1994) define it as the perception of
security in the trustworthiness and integrity of the individual participating in the exchanges.

Cryptocurrencies have sometimes been used for theft and fraud, on occasions due to faulty
systems of exchange companies, and this makes users think that it is not a safe location to
deposit their money (DeVries, 2016). This has had direct consequence on consumers and has
made some reluctant to use cryptocurrencies. As long as cryptocurrencies remain in a space
that is not covered by law, they will have a limited user acceptance. Users need to trust that
any transaction using cryptocurrencies is legal and restrictive of other risks (Almajali et al.,
2022; DeVries, 2016; Miraz et al., 2022; Schaupp et al., 2022).

Nevertheless, trust can be generated by the credibility of the technology based on
cryptocurrency. Blockchain technology has become popular by providing decentralized,
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independent and verifiable powers to ensure the integrity and consistency of ledgers and
associated transactions (Anjum et al., 2017; Schaupp et al., 2022).

We can conclude that this systemmaintains credibility andmotivates its use (Dierksmeier
and Seele, 2018), thus posing the following hypothesis:

H5. Trust influences the intention to use Coinbase Wallets.

3.6 Proposed model
The model we have proposed for this research is shown in Figure 2.

4. Methodology
4.1 Sample and data collection
This paper analyzes the different factors that affect the adoption of Coinbase Wallets and
how these factors are related to each other, through the use of a mixedmethodology based on
a model founded on TAM 2, the UTAUT model, the theory of perceived risk and the
commitment trust theory and developed through PLS-SEM and a nonlinear development
using fsQCA, aiming to understand how the crisis caused by the COVID-19 pandemic has
affected the behavior of users of these financial products. The sample is made up of Spanish
users knowledgeable about the Coinbase platform. The reason for choosing Spanish users is
twofold. Firstly, among these technologies, the Spanish market is considered to have a high
potential and development within FinTech applications (Valero et al., 2020), and, secondly,
Spain has a solid and developed banking sector, which has successfully overcome the recent
financial crises as well as the consolidation process (Okolelova and Bikker, 2022), allowing a
great starting point for the development of new businesses and banking systems.

A questionnaire was developed in order to check the previously defined hypotheses. The
surveywas based on 17 questions aimed at assessing the variables of ourmodel (See Table 3):
e-WOM, web quality, perceived risk, trust and performance expectancy. It uses a seven-point
Likert scale ranging from 1 “strongly disagree” to 7 “strongly agree”. The population selected

Figure 2.
Proposed model
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for this research were individuals residing in Spain with a minimum age of 18 years old. For
the selection of the elements of the sample, a non-probabilistic convenience sampling is
carried out. This type of sampling implies that not all the elements of the population have the
same possibility of being selected, the reason for this being left to the researcher’s discretion.
It is widely used in social and business disciplines, since diversity in terms of the possible

Construct �Items Authors

e-WOM (EW) EW1. People who are important to me think I should use
Coinbase

Arias-Oliva et al.
(2019)

EW2. People who have an influence on me think I should use
Coinbase
EW3. People whose opinions are of value to mewould like me
to use the Coinbase app

Web/app quality
(QW)

QW1. The cryptocurrency website is of high quality Everard and Galletta
(2005)QW2. The expected quality of the cryptocurrency web site is

extremely high
Perceived risk (PR) PR1. I believe that the use of Coinbase for the exchange of

cryptocurrencies puts my privacy at risk
Featherman and
Pavlou (2003)

PR2. The mere use of cryptocurrencies exposes me to a
general risk
PR3. To use the Coinbase app for cryptocurrency
transactions puts my financial activities at risk
PR4. I think hackers can monitor my transaction history if I
use Coinbase

Performance
expectancy (PE)

PE1. To use Coinbase to transact cryptocurrencies will
increase the chances of achieving important goals for me

Arias-Oliva et al.
(2019)

PE2. To use Coinbase for cryptocurrency transactions will
help me reach my goals faster
PE3. To use Coinbase to transact cryptocurrencies will
increase my standard of living

Trust (T) T1. Coinbase is reliable Albayati et al. (2021)
T2. Coinbase providers give the impression that they keep
promises and commitments
T3. I believe Coinbase providers have my best interests in
mind

Use intention (UB) UB1. If I have access to Coinbase, I intend to use it Albayati et al. (2021)
UB2. I plan to use Coinbase in the next “n" months

Source(s): Authors’ own creation

Feature Frequency Percent

Gender Men 163 53.97
Women 139 47.03
Total 302 100

Age <25 177 58.60
From 25 to 34 54 17.88
From 35 to 44 34 11.25
From 45 to 54 22 7.28
>54 15 4.90
Total 302 100%

Source(s): Authors’ own creation

Table 3.
Scales of measurement

Table 2.
Sample characteristics
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characteristics of the surveyed elements requires the establishment of research guidelines
(Liao et al., 2019). In our case, the choice of the non-randommethod was based on the need for
the individuals in the sample to have prior knowledge about cryptocurrencies and crypto-
wallets and specifically about Coinbase. Subsequently, once the sample was determined, the
questionnaires were self-administered through a platform created for this purpose. In
addition, this fact was subsequently verified by means of control questions in the
questionnaire (Gil-Cordero et al., 2023). The distribution of the questionnaire was between
March and April 2021, being online and anonymous. A total of 650 questionnaires were sent
out, of which 349 were answered, 48 of these were eliminated because they did not answer
affirmatively to the three control questions (the first of the questions is based onwhether they
know cryptocurrencies, the second whether they know crypto-wallets how Coinbase or
similar, the third of the questions is whether they have owned or have crypto-wallets how
Coinbase or similar) or contained errors or lacked responses, leaving 301 valid questionnaires,
giving a response rate of 46.3%.The sample sizewas determinedwith theG* Power program,
which is a program for calculating statistical power, widely used in social sciences (Erdfelder
et al., 2009), resulting in an optimal sample from 107 samples, so this research meets the
requirements described above. The evaluation survey questionnaire and methodology were
examined, approved and endorsed by research ethics. The study meets the requirements of
the National Statement on Ethical Conduct in Human Research (2007). The procedures used
in this study adhere to the tenets of the declaration of Helsinki (the characteristics of the
sample can be seen in Table 2 below). Quality control checks were also conducted beforehand
in order to avoid measurement bias errors, such as common method bias (CMB) (Cabrera-
S�anchez andVillarejo Ramos, 2018). The subsequent stepswere followed for this test byKock
(2015) and Kock and Lynn (2012), which added a new latent variable (variable CMB) as a
dependent variable. All the variance inflation factors (VIFs) that are obtained by the method
must be < 3.3 in order to affirm that the sample is free of a measurement bias error.

Those under 44 years of age represent 87.73% of the sample (See Table 2). This result is to
be expected since the use of means of payment through Coinbase Wallet is relatively recent
and requires an average technological knowledge, so young people respond better to its use
(Karim et al., 2020), valuing aspects such as speed, acceptance, quality of service or time
savings (Adharsh et al., 2018).

4.2 Variables measurement
The variables aremeasured using a seven-point Likert scale, where 1 is strongly disagree and
7 is strongly agree. The variables used in this research are shown in Table 3. This shows the
17 items used and the literature from which they are taken.

4.3 Data analysis
The validity and reliability of the measurement model and the structural model are analyzed
using the PLS statistical tool (Hulland, 1999). Specifically, this was the Smart-PLS 3 software
package, developed by Ringle et al. (2005).Within the operations, a bootstrapping with 10,000
subsamples is performed for parameter estimation. We also use the fsQCA methodology to
complement the results of the symmetrical method, analyzing the cases and better capturing
the complexity of human behavior (Rihoux and Lobe, 2009).

5. Results
5.1 PLS-SEM
A reliability analysis of the constructs and their measurement scales was previously carried
out in order to subsequently assess themodel itself (Hair et al., 2019). According to Roldan and
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Cepeda (2017), a minimum factor loading of 0.7 on the latent variables is considered
acceptable in the measurement model to ensure its validity and reliability (See Table 4). At
this level, 50% of the variance of the indicator is explained by its factor (Ringle et al., 2022).

To check the internal consistency of the test, the reliability of the constructs was analyzed
using Cronbach’s alpha indicator. This coefficient analyzes to what extent the measures
obtained by the different items included are consistent with each other and representative of
all the possible items which could measure each construct. It is suggested that this coefficient
be higher than 0.7 in exploratory research such as this.

On the other hand, to ensure convergent validity, the average variance extracted (AVE)
was analyzed (See Table 5). Thismeasures that the variance of the construct can be explained
through the chosen indicators (Fornell and Larcker, 1981). The AVE must be equal to or
greater than 0.5, meaning that each construct or variable explains at least 50%of the variance
of the indicators (Mart�ınez �Avila and Fierro Moreno, 2018). This requirement is met by all the
constructs.

The discriminant validity analysis indicates to what extent a given construct is different
from other constructs. To do so, the Fornell–Larcker test considers that the square root of the
AVE of each latent variable should be greater than the correlations which it has with the rest
of the variables (Mart�ınez �Avila and Fierro Moreno, 2018). The results of this criterion are in
Table 6. The results allow us to ensure discriminant validity for the latent variables.

Web/app quality Trust Performance expectancy e-WOM Use intention Perceived risk

T1 0.863
T2 0.880
T3 0.808
QW1 0.927
QW2 0.917
ER1 0.934
ER2 0.938
ER3 0.908
EW1 0.956
EW2 0.965
EW3 0.961
UI1 0.945
UI2 0.946
RP1 0.932
RP2 0.893
RP3 0.878
RP4 0.761

Source(s): Authors’ own creation

Cronbach alpha Average variance extracted (AVE)

Web/app quality 0.824 0.850
Trust 0.811 0.724
Performance expectancy 0.918 0.859
e-WOM 0.958 0.923
Use intention 0.881 0.894
Perceived risk 0.889 0.754

Source(s): Authors’ own creation

Table 4.
Factor loadings

Table 5.
Composite reliability

and convergent
validity
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There is discriminant validity between the constructs, since the shared variance between
pairs of constructs is smaller than the variance extracted for each individual construct as
proposed by Fornell and Larcker (1981). Table 6 shows that the values on the diagonal are
higher than the values below the diagonal. Similarly, we assessed discriminant validity with
the Heterotrait-Monotrait (HTMT) ratio (Sarstedt et al., 2017), and it has been found that in all
the cases the levels are below the recommended 0.9, or even 0.85, as a more conservative
criterion (Ringle et al., 2022) (Table 7). Discriminant validity proves that constructs that
should not have any factual relationship indeed do not have any relationship at all (Roldan
and Cepeda, 2017). Considering that the reflective measurement model contains reliability
and validity, we proceed to evaluate the structural model.

To evaluate the model, we analyzed the variance explained and the path coefficients of the
endogenous variables (R2). The R2 of the second-order constructs -trust and use intention-can
be seen in Table 8. This coefficient of determination reflects the goodness of fit of a model to
the variable it seeks to explain; the closer this value is to 1, the greater the fit and, therefore,
the more reliable it is. The model with the proposed constructs explains almost 50% of the
dependent construct with its antecedents, which is a good level for a parsimonious model
(Roldan and Cepeda, 2017). This fact is especially relevant in the case of UB, with only two
antecedents (PE and T), revealing the importance of these two variables in the analyzed area.

App
quality Trust

Performance
expectancy

e-
WOM

Use
intention

Perceived
risk

App quality 0.922
Trust 0.613 0.851
Performance
expectancy

0.445 0.589 0.927

e-WOM 0.337 0.451 0.716 0.961
Use intention 0.467 0.545 0.686 0.550 0.945
Perceived risk �0.455 �0.428 �0.226 �0.147 �0.316 0.868

Source(s): Authors’ own creation

App
quality Trust

Performance
expectancy

e-
WOM

Use
intention

Perceived
risk

App quality
Trust 0.727
Performance
expectancy

0.468 0.679

e-WOM 0.316 0.514 0.763
Use intention 0.533 0.636 0.762 0.599
Perceived risk 0.654 0.484 0.245 0.153 0.352

Source(s): Authors’ own creation

R2 R2 adjusted

Trust 0.472 0.467
Use intention 0.501 0.498

Source(s): Authors’ own creation

Table 6.
Fornell–Larcker test

Table 7.
HTMT ratio

Table 8.
Explained
variance (R2)
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This indicates that the model explains all the variability of the data concerning its mean, but
these values obtained are usual in studies that aim to predict human behavior. Path
coefficients allow us to identify the direct and indirect contribution made by a set of
independent variables to explain the variability of the dependent variables (P�erez et al., 2013)
(See Table 9). Currently, to globally evaluate the results the only criterion for a global model
fit is the normalization root mean square residual (SRMR) coefficient. The values of this
coefficient range from 0 to 1, with a value lower than 0.08 being indicative of an overall model
fit (Hu and Bentler, 1999). In this work this fit is assured since a value of 0.055 is obtained.

The observation of the table of the structural model contrast allows us to appreciate some
important elements (See Appendix 2). With respect to the hypothesis test itself, the five
hypotheses tested are significant. Within these results and analyzing the antecedents of trust,
E-Wom and above all web quality stand out. Web quality contributes 26.36% of the variance
explained with a t-value of 9.511, showing a strong relationship with trust. E-Wom (t-value
7.426) explains 13.48% of trust, so that both constructs are capable of explaining 40% of the
trust placed byusers in the platform.As the last antecedent of trust, perceived risk (t-value 3.47)
makes a more moderate contribution (explained variance 6.60%), indicating that users do not
consider risk as the most determinant antecedent of trust, this also having an inverse
relationship with trust. With respect to the antecedents of Use Intention, it is noteworthy that
the model, although parsimonious, has great explanatory power for the final variable, since
trust and performance expectancy explain 50%of the intention to use. Performance expectancy
is the variable that, individually, showsmore intensity in its relationship (t-value 11.660) and, by
itself, represents 38.34% of the explanation of Use Intention. Trust (t-value 4.400) represents on
the contrary 11.71%. Therefore, the result is more highly valued than trust by Coinbase users.

5.2 fsQCA
The present study used fsQCA to explore the interdependence of behavioral antecedents on
the intention to use crypto-wallets. The identification of a single effect of each independent
variable does not respond to the real complexity of human behavior (Rihoux et al., 2021). To
avoid this drawback, the development of asymmetric methods such as fsQCA can offer
combinations between variables not contemplated in discrete models (Fern�andez-Esquinas

Hypotheses β t-value p-value
Explained

variance (%)

Confidence
intervals

Supported2.5% 97.5%

Trust R2 5 0.467
H1: e-WOM → Trust 0.299 7.426 0.000*** 13.48 0.2189 0.3758 Yes
H2: Web quality →

Trust
0.435 9.511 0.000*** 26.36 0.3462 0.5260 Yes

H3: Perceived risk →

Trust
�0.155 3.470 0.000*** 6.60 �0.2424 �0.0665 Yes

Use Intention R2 5 0.498
H4: Performance
expectancy → Use
intention

0.559 11.660 0.000*** 38.34 0.4625 0.6505 Yes

H5: Trust → Use
intention

0.215 4.400 0.001*** 11.71 0.1187 0.3117 Yes

Note(s): ***p < 0.001, **p < 0.01, *p < 0.05, ns: not significant (based on t (10.000), two-tailed test)
Source(s): Authors’ own creation

Table 9.
Contrast of the

structural model (path
coefficients)
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et al., 2021). Our work, therefore, by including this multi-method analysis, recognizes
equifinality, i.e. that different combinations of antecedents can bring us closer to the same
solution (Rippa et al., 2020).

The fsQCA approach uses set theory and Boolean algebra to examine the complex
causalities of the outcome through comparisons between cases. Traditional statistical
methods do not give much information about the interactive effects between three or more
antecedents (Ragin, 2012). Instead, fsQCA is suitable for exploring possible configurations of
factors affecting an outcome and revealing equivalent paths that produce the same outcome
(Ragin, 2012). There are three assumptions of fsQCA: conjunction, equifinality and
asymmetry. First, fsQCA focuses on a configuration of conditions leading to an outcome
rather than on the net effect of a single factor (Rihoux and Ragin, 2008). Second, fsQCA
assumes that multiple configurations of equally suitable factors can produce the same result
(Woodside, 2014). Third, fsQCA takes into account both causal and conditional asymmetry.
Conditional asymmetry suggests that related conditions leading to the target need not be
related to another configuration of conditions leading to the same target, whereas causal
asymmetry implies that configurations or conditions asymmetrically affect the presence or
absence of the outcome (Ragin, 2012). This suggests that fsQCAmay provide insight into the
intended use of crypto-wallets.

The fsQCAmethodology aims to find sets of conditions that imply the outcome (outcome-
Use Intention), by using inferential logic. Therefore, we start by considering for this
methodology all the factors introduced in the model, including the moderating element of
uncertainty, in order to observe which are the possible combinations that can lead to the
expected performance outcome (UB). Therefore, two models are considered. The models are
expressed as a function where the dependent variable is obtained by a combination of the
analyzed antecedents (Ragin, 2012). The methodology develops the functions for both the
presence (UB) and the negation (∼UB) of the target, in this case the BI (Pappas andWoodside,
2021). The presence or participation of an antecedent does not influence the final result.
According to the above, the functions would be expressed as follows:

Model I : UB ¼ fðQW;PR;T;PE;EWÞ and
Model II : ∼ UB ¼ fðQW;PR;T;PE;EWÞ

Rather than focusing exclusively on the net effects of each of the factors, we focus on
explanations based on the different case studies (Ragin, 2006) to highlight the combined
effects as different pathways that can lead to the same end result (Use Intention). There are
likely to be multiple activity-based pathways leading to a specific consumer behavior and
recognition of this equifinality is very important (Rippa et al., 2020).

5.2.1 Contrarian case analysis. Research is usually carried out by analyzing whether a
given variable has a positive or negative effect on another, based on the support of the
hypotheses analyzed (Jiang et al., 2019). However, certain cases in the sample reveal opposite
relationships, so they should be analyzed to check the empirical consistency of the
symmetrical analyses, and in case of their existence, the convenience of using non-
symmetrical analyses. Asymmetric techniques can overcome the drawbacks associated with
asymmetric data, generating a better understanding of the problem and a deeper theoretical
development (Pappas and Woodside, 2021). Although the analysis of contrary cases is
considered important for identifying asymmetric relationships between variables, many
studies using nonlinear techniques do not provide this test (Pappas and Woodside, 2021).
Positive contrary cases represent those sample elements that, having indicated a low concern
for the characteristic analyzed, nevertheless have a high or very high intention of using it.
Negative contrary cases indicate those cases in the sample in which, having indicated that
they have a high concern for the characteristic analyzed, their intention to use it is low or very
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low. Therefore, we indicate with the total number of cases those cases in the sample that
express contrary or “illogical" behavior with respect to their intention to use, especially if we
were to analyze it only from the perspective of a unidirectional symmetric methodology
(Russo and Confente, 2019). Thus, the presence of a high percentage of these cases in the
sample further justifies the use of complementary case-based methodologies, such as fsQCA.
For our research, we provide in Table 10 the summary of the counterfactual analysis. The
complete development can be found in Appendix 1.

5.2.2 Calibration. To initiate the calibration process in fsQCA the data must be converted
from the original 7-point Likert scale into a data set suitable for calibration. The conversion
process included the following: (1) calculating the mean of each construct, based on the
responses of the analyzed companies and the corresponding factor loadings; (2) choosing the
appropriate percentiles to calibrate the results according to the mean score of the respective
constructs (Ragin et al., 2008). This fact implies the appropriate choice of cut-off points, in
order to correctly determine the levels of membership. The choice of cut-off points should be
determined according to the needs of the study, as well as the special characteristics of the
sample or the research (Ragin, 2012). However, this is a generic approach to social science
research using this methodology, we have chosen the 10th, 50th and 90th percentiles,
according to the main studies in the area (Beynon et al., 2016; Dul, 2016; Kraus et al., 2018;
Kusa et al., 2022), which recommend these cut-off points in similar works.

Following the indications of Pappas andWoodside (2021) Table 11 shows the descriptive
statistics of the result. The descriptive statistics allow us to assess whether the mean of the
constructs is outside an adequate range for the application of the determined cut-off points.

Next, we analyze in Table 12 the necessary conditions regarding the presence and denial
of UB. According to Schneider (2018), the necessary conditions that the QCA analysis
establishes should be analyzed through the view of empirical consistency, empirical
relevance and conceptual significance. A casual condition is considered necessary if its
consistency is above the threshold of 0.90 (Ragin, 2012). In our case, for the variable UB the
necessary condition is T (consistency 5 0.9042) and for the variable ∼ this would be
UB ∼ EW (consistency 5 0.9133).

Positive contrarian cases
(%)

Negative contrarian cases
(%)

Total contrarian cases
(%)

Web quality 7.45 10.88 18.33
Trust 6.31 7.46 13.77
Perceived risk 9.16 8.88 18.04
e-WOM 10.03 6.60 16.63
Performance
expectancy

4.87 3.72 8.59

Source(s): Authors’ own creation

Mean Standard deviation

QW Web Quality 0.6051 0.1513
PR Perceived Risk 0.3890 0.2834
T Trust 0.7033 0.2078
PE Performance expectancy 0.5477 0.2859
EW e-WOM 0.4348 0.3118
UB Use Intention 0.6123 0.3226

Source(s): Authors’ own creation

Table 10.
Analysis of

opposing cases

Table 11.
Descriptive statistics
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The different combinations of results and conditions are then generated by means of a truth
table (Tables 13 and 14). By interpreting them, we establish the conditions that determine the
proposed result (use intention). The presence or not of the different antecedents will depend
on the parameters of consistency and frequency that we have determined. In our research, the

Outcome variable: UB Outcome variable: ∼UB
Presence of use behavior (UB) Negation of use behavior (∼UB)
Conditions tested Consistency Coverage Conditions tested Consistency Coverage

QW 0.7972 0.8067 QW 0.7584 0.4859
∼QW 0.4919 0.7628 ∼QW 0.6983 0.6856
PR 0.4438 0.6986 PR 0.6617 0.6594
∼PR 0.7836 0.7853 ∼PR 0.6975 0.4426
T 0.9042 0.7871 T 0.7836 0.4319
∼T 0.3474 0.7172 ∼T 0.6138 0.8022
PE 0.8066 0.9016 PE 0.5547 0.3926
∼PE 0.4566 0.6182 ∼PE 0.8610 0.7381
EW 0.6553 0.9227 EW 0.4531 0.4039
∼EW 0.5766 0.6248 ∼EW 0.9133 0.6265

Source(s): Authors’ own creation

Solutions
UB 1 2 3 4 5

QW

PR

T

PE

EW

Consistency 0.9409 0.8022 0.7998 0.8981 0.9607

Raw coverage 0.5918 0.4050 0.4853 0.3951 0.6123

Unique 
coverage

0.0089 0.0042 0.0531 0.0225 0.0447

Overall 
solution 

consistency

0.8305

Overall 
solution 
coverage

0.8341

Note(s): Black (“     “) and hollow circles (“    ”) show the presence and absence 
of a condition, respectively. Moreover, large and small circles show core and 
peripheral conditions, respectively. Blank cells show a “do not care” situation
Source(s): Authors own creation

Table 12.
Necessary conditions

Table 13.
Table of truth,
presence
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frequency limits follow Greckhamer et al.’s recommendations (Greckhamer et al., 2013), and
the consistency limits are set according to Ragin’s indications (Ragin, 2006). Finally, the
number of combinations are logically minimized (Fiss, 2011).

Values for each solution exceed the minimum consistency limit of 0.75 (Rihoux and Ragin,
2008), as well as the overall solution. In the case of presence (UB), the five solutions represent
83.41% of the cases, above the recommended level of 80%. The methodology contemplates
the presence of a condition and its opposite (negation). In the literature, the negation of a
condition refers to the absence of the condition. Negation and absence have been used
interchangeably in research (Pappas and Woodside, 2021). Absence, in our work, refers to a
condition irrelevant to the proposed solution.

Although the analysis using fsQCA offers the presence (Table 13) and negation
(Table 14) tables, we generally proceedwith the analysis of the former, since it provides the
most information regarding the dependent variable established (Pappas and Woodside,
2021). In our case, the table for the presence of UB contemplates five antecedent solutions,
all converging toward the same result. As for the presence of constructs, the intention to
use Coinbase Wallets is established without the need for the involvement of a large
number of antecedents, which is indicative in view of possible subsequent banking
strategies. QW is present in three solutions (1-2-4), while T, PE and EW are present in two
solutions each, leaving PR as the least considered variable, being present only in solution
4. Following the criteria of Kusa et al. (2022), unique coverage is the indicator that shows
the presence of the solutions in the different sample data. Solutions 3 (unique coverage

Solutions
~UB 1 2 3 4 5 6

QW

PR

T

PE

EW

Consistency 0.8242 0.8491 0.8503 0.8025 0.8612 0.8489

Raw coverage 0.6556 0.5456 0.4818 0.3586 0.5730 0.5246

Unique 
coverage

0.0711 0.0346 0.0028 0.0050 0.0195 0.0000

Overall 
solution 

consistency

0.7745

Overall 
solution 
coverage

0.7542

Note(s): Black (“     “) and hollow circles (“    ”) show the presence and absence of
a condition, respectively. Moreover, large and small circles show core and peripheral
conditions, respectively. Blank cells show a “do not care” situation
Source(s): Authors own creation Table 14.

Table of truth, absence
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0.0531) and solution 5 (unique coverage 0.0447) have the highest level for this value. Both
solutions have confidence as a common factor, indicating that it is an important construct
for intention to use, acting either in isolation or in combination with PE and EW. This fact
regarding the relative importance of the factors can be reflected in the negation table
(Table 13), where the absence or negation of key factors such as T or PE therefore implies
the negation of the solution.

6. Discussion
The results obtained in this work are in line with previous studies and allow us to achieve
our objectives. In the following, we will present the different results in the light of similar
studies. The positive relationship between web/app quality and trust is reflected in works
such as Azizah et al. (2018), indicating the importance given by users in this aspect, not only
in the elimination of mental barriers during the first purchase but also in subsequent
repurchases and recommendations (Kim and Peterson, 2017). In this sense, Alothman and
Al-Meshal (2022) find a direct relationship between FinTech adoption and web quality,
although they consider precisely the existence of intermediate variables, including trust.
In line with this, Wang et al. (2019) establish that trust is influenced by both technical and
non-technical factors, such as website quality, which is in line with the results obtained.
Something similar occurs with the relationship between e-WOMand trust, its importance in
consumer trust having been demonstrated in previous studies on cryptocurrencies (Gil-
Cordero et al., 2020) and e-WOM’s ability to also capture the user’s attention on the web/app
(Ahn and Yang, 2021). Some studies have analyzed e-WOM decomposed into different
elements, such as the analysis of Khwaja et al. (2020), where the dimensions of quality,
usefulness and argument are also significant for trust. However, although the results
obtained here are relevant for crypto-wallets, they are not as important as for other
FinTechs. It is possible that one of the reasons for this is that the vast majority of users are
still unfamiliar with these financial products. In fact, these authors highlight the need to fill
the gap in the literature regarding this dimension and its relationship with advanced digital
marketing contexts, such as crypto-wallet banking. The importance of the e-WOM
concerning trust in new online communities is consistent with Gharib et al. (2020),
determining the importance of creating communication and recommendation channels
about crypto-wallets in banking institutions.

The analyses carried out so far on perceived risk and its influence on confidence in
Coinbase Wallet adoption are also in line with the results obtained in our research (Grazioli
and Jarvenpaa, 2000). In fact, the perspectives on this issue indicate that an analysis of the
components of perceived risk is necessary, given its important influence on trust (Al-Amri
et al., 2019). Within an analysis of FinTech products, Ali et al. (2021) agree on the inverse
results obtained, also analyzing the financial, legal, security and operational risk components,
concluding that the most important is the legal risk. This fact is relevant and is connected
with the expectation of performance which, as an influential factor on adoption, can be
conditioned if the risks, especially the legal risk regarding crypto-wallets, are not well
exposed by the banking entities. Some studies have analyzed the variables perceived risk and
trust independently, within the same model, also finding a significant relationship between
both with respect to the dependent variable (Meyliana and Fernando, 2019).

The significance of trust in use intention is a more in-depth question. It is true that the
direction of this relationship is consistent with other studies (Steinmetz et al., 2021), but it is
necessary to analyze the social environment of the sample to make appropriate
generalizations. Trust is based on subjective values, which in our case can range from
belief in a better economic system through crypto-wallets as well as an understanding of the
computer system, so the determination of trust as a precursor to intention to use can be
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established in several aspects (Gagarina et al., 2019). In fact, this approach is shown in that
some studies have not obtained a direct relationship between trust and intention to use
FinTech, such as Singh et al. (2021), indicating that trust was only affected in the case of being
mediated by factors such as usefulness or ease of use. This fact is relevant, as the
circumstances of adoption may vary according to the particular financial product. Some
authors distinguish several types of trust in the use of digital banking services, such as
Dawood et al. (2021) when they speak of dispositional trust, technology trust and vendor
trust, although they agree on the importance of the concept with adoption and its ability to
reduce perceived risk. Roh et al. (2022) relate trust with confidence and security, also
highlighting its mediating role and agree aswell with the results of this analysis indicating its
significance on adoption.

The expectation of Coinbase Wallet performance, as an element of financial system
utilization, is a fundamental variable in determining the intention to use it. Our model finds
this hypothesis to be highly significant, which is consistent with previous analyses (Arias-
Oliva et al., 2019). Bajunaied et al. (2023) determine in their study on FinTech that
performance expectancy is the construct with the largest effect size on BI, verified that the
performance expectancy plays a central role in forecasting users’ inclination to engage with
FinTech offerings. It is also important to highlight how performance expectancy influences
perceived value and adoption intention in the financial and banking environment, as
indicated by Yan et al. (2021) in a pandemic environment.

Additionally, we wanted to complement this analysis with a non-symmetric methodology
that would allow us to better analyze human behavior with respect to crypto-wallets.
Analyzing the proposed solutions, we observed that no solution is composed of more than
three antecedents, i.e. from a behavioral point of view, a combination of three antecedents is
sufficient to achieve the usage behavior. This fact responds to the difference between the
significance of a construct and its combinatorial capacity, according to the methodology
used. The solutions can be modified with the introduction of new variables, improving their
explanatory and combinatorial power, but the cases analyzed according to the model
presented determine the dependent construct in this way. We also observe a balance with
respect to the importance of each of the antecedents, albeit with certain considerations.
The antecedent with the highest level of presence is web quality, which appears in this state
in three solutions (1-2-4). This fact is relevant because the consumer, faced with an unknown
environment, has a reduced level of stress in the use of crypto-wallets if he/she is in an
environment of trust and recommendation and has been proven in the use of other financial
assets (Maraqa et al., 2018). In fact, solution 1 indicates that the presence of a quality website
and an appropriate recommendation leads us to achieve the objective. This simple solution
reflects that consumer behavior in this environment can be seen as simple if they are offered
clear options for managing their cryptocurrencies.

Following on from the above, perceived risk could be seen as a fundamental variable for
the consumer’s decision. Indeed, solutions 2 and 3 indicate the absence of perceived risk,
which could be considered a more logical behavior in the face of a volatile asset such as
cryptocurrency. However, solution 4 contemplates the presence of the perceived risk as an
antecedent. The latter user accepts the presence of risk, but also considers an expectation of
benefit necessary to arrive at utilization. Risk has appeared in previous studies on
cryptocurrencies, obtaining results where its presence was a determining factor (Anser et al.,
2020), but also where it was not (Alaklabi and Kang, 2021). Contrary to risk, the antecedent
that appears least in the solutions is trust. In solution 3, it appears as opposed to risk and
without the need (negation) of e-WOM, which would indicate that the consumer who believes
in the system bases his/her decision on this value, but in solution 5 it appears in the presence
of performance expectancy and e-WOM. It could express a decision based on self-confidence
or reinforced by other people’s values.
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7. Conclusion, implications and limitations
7.1 Conclusion
The intention to use Coinbase Wallet conditioned during the period of economic crisis caused
by COVID -19 is determinedmainly by performance expectancy, as well as by trust. Regarding
the former, this may be a consequence of the fact that users are not willing to use the websites/
apps linked to this digital money if they do not provide them with some kind of added value
with respect to the traditional money used today. Users contemplate their decisions based on
the expected benefits of digital portfolios, considering some aspects of trust. Such trust is
mostly based on e-WOM and web quality, with perceived risk having a more residual effect.
The study tries to understand the complex decision system of the crypto-wallet user, which is
expressed in a balance between trust and expectation of benefits. According to the results, trust
could be established as an internal value and profit expectation as an external value. The study
also demonstrates the synergic capacity of the different antecedents to produce the expected
result, highlighting above all the combinatory power of web quality, obtaining different
solutions that can respond to different banking strategies for their implementation.

7.2 Implication
7.2.1 Theoretical implications. From the perspective of management implications and
banking operations, it is important to distinguish between the services that banks provide in
the cryptocurrency environment, as is the case of BBVA (BBVA, 2023). Banks offer deposit
services or cryptocurrency portfolios (crypto-wallets), where users can manage their own
portfolio of virtual currencies, with the bank acting as depository and custodian of the
movements, but they also offer other financial asset services associated with
cryptocurrencies, where they have complete management programs for this asset class.
Although both elements are related, the results of this paper are mainly associated with the
first service, crypto-wallets. Banking institutions have launched themselves into attracting
deposits on these assets, where, through the results of this study, important contributions are
offered for their promotion and development. Thus, from a managerial point of view, trust
must be improved by banks in the promotion of crypto-wallets. First of all, the importance
given to performance expectancy should be taken into account by banks, improving and
reinforcing this construct, because if users consider that the use of these apps/webs for
cryptocurrency depositing improves their performance, they will be more motivated to use
these services. Strategies through the advertising of results or the comparison with other
banking institutions can lead to success in the consumer’s decision. Regarding the
components of trust, e-WOM, perceived risk and web/app quality, the latter is the construct
that has the most weight on trust. Due to the multitude of existing crypto-wallet websites/
apps, some of which are of low quality or oriented towards cryptocurrency experts, users
value positively that the apps/webs they use to make transactions and deposits have a
quality that is adequate for the use they are going tomake of them. Taking this into account, it
is recommended that providers stress both the quality of the web design and its security,
including on the website all the information that is relevant to consumers (contact
information, service details, . . .) to generate a high degree of trust and encourage users to use
their services again at a later date. In addition, from the user’s point of view, it is
recommended that the user be informed of the characteristics of the web/appwith which they
are going to operate prior to its use. The increase in regulation should also be taken into
account by banks, clearly stating the legal limitations, as well as the cost of services and
transactions, something that would also be related to performance expectancy.

This situation, from a management point of view, is related to perceived risk and its
negative influence on trust, i.e. the higher the perceived risk, the lower the users’ trust in the
use of cryptocurrencies, although users know that trading cryptocurrencies on these
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websites/apps entails an intrinsic risk. If they perceive that the service lacks guarantee or do
not consider them sufficient, their confidence will decrease and they will tend not to use the
website/app. Therefore, it is recommended that crypto-wallet banking providers try to reduce
this lack of trust by updating their security measures and placing more emphasis on
information about their services and privacy policies, as web security and privacy enhance
the user experience and significantly affect the risk that users may perceive.

An important elementwith respect tomanagement from the banking point of view involves
the management of communication, virtual communities of experts and social networks with
respect to information about crypto-wallets, since to a lesser extent, e-WOM also influences
trust. Users may be influenced by the recommendations and opinions of their close groups,
family or the virtual community, so attention should be paid to the recommendations that they
make. This is especially important to attract users, since as they do not know the web/app and
donot have enough experience or convictions about it and its use, theywill bemore conditioned
by the feedback or advice provided by more experienced users. Therefore, banks and service
providers should pay special attention to their social networks, communications and expert
communities and monitor the recommendations issued regarding their products. The
variability of solutions makes it possible to determine that the establishment of a customer
forumwheremanagement experiences could be exchanged in a simplewaywouldmultiply the
options for the use of crypto-wallet banking services, as each customer could tailor his decision
according to his own decision-making system.

7.2.2 Managerial implications. Finally, from a managerial point of view, trust must be
improved by banks in the promotion of crypto-portfolios and cryptocurrency management.
First of all, the importance given to performance expectancy should be taken into account by
banks, improving and reinforcing this construct, since if users feel that using these apps/
webs for cryptocurrency exchanges improves their performance, theywill be moremotivated
to use these services. Strategies through the advertising of results or the comparison with
other banking institutions can lead to success in the consumer’s decision. Regarding the
components of trust, e-WOM, perceived risk and web/app quality, the latter is the construct
that has the most weight on trust. Due to the multitude of existing websites/apps for the
exchange of cryptocurrencies, some of them with a low quality or oriented to cryptocurrency
experts, users value positively that the apps/webs which they use to make transactions have
an adequate quality for the use that they are going to make of them. Taking this into account,
it is recommended that providers stress both the quality of the web design and its security,
including on the website all the information that is relevant to consumers (contact
information, service details, . . .) to generate a high degree of trust and encourage users to use
their services again at a later date. In addition, from the user’s point of view, it is
recommended that the user be informed of the characteristics of the web/appwith which they
are going to operate prior to its use. The increase in regulation should also be taken into
account by banks, clearly stating the legal limitations, as well as the cost of services and
transactions, something that would also be related to performance expectancy.

This situation, from a management point of view, is related to the perceived risk and its
negative influence on trust, i.e. the more the perceived risk, the less trust users have in the use of
crypto-wallets, althoughusers know that trading cryptocurrencies on thesewebsites/apps entails
an intrinsic risk. If they perceive that the service lacks guarantees or do not consider them to be
sufficient, their trust will decrease and they will tend not to use the web/app. Because of this, it is
recommended that providers try to reduce this lack of trust by updating their security measures
and emphasizingmore information about their services and privacy policies, asweb security and
privacy enhance the user experience and significantly affect the risk that users may perceive.

An important element with respect to management from the banking point of view
involves the management of communication, virtual communities of experts and social
networks with respect to information about cryptocurrencies and crypto-wallets, since to a
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lesser extent, e-WOM also influences trust. Users may be influenced by the recommendations
and opinions of their close groups, family or the virtual community, so attention should be
paid to the recommendations that they make. This is especially important to attract users,
since as they do not know the web/app and do not have enough experience or convictions
about it and its use, theywill bemore conditioned by the feedback or advice provided bymore
experienced users. Therefore, banks and service providers should pay special attention to
their social networks, communications and expert communities and monitor the
recommendations issued regarding their products. The variability of solutions allows us to
determine that the establishment of a client forum where to exchange management
experiences in a simple waywouldmultiply the options of using crypto-wallet websites, since
each client could adapt his/her decision according to his/her own decision system.

7.3 Limitations and direction for future research
In this study we have considered variables that, after analyzing the results, we have found to
influence the use of crypto-wallets. It could be examined whether the same occurs with an
international sample, since the one we have studied has been in Spain. Regarding the relevant
variables that we have observed, others could be added that also influence our study object,
such as perceived usefulness, effort, design or ease of use. The study was also conducted
under social conditions determined by the COVID-19 pandemic. It would be advisable, once
normality has returned, to analyze whether such a background is a determining factor in the
use of crypto-wallets.

Future research should consider whether the trust-performance expectancy dichotomy
will continue to be representative of the process of adoption and use of cryptocurrencies by
knowledgeable users of the system, as well as whether that model is applicable to those users
less knowledgeable about the system. In addition, the results of the research should help the
banking communication process regarding new cryptocurrency-based financial products,
which are currently in their infancy and beginning to grow significantly.

References

Adharsh, R., Harikrishnan, J., Prasad, A. and Venugopal, J.S. (2018), “Transformation towards
E-wallet payment systems pertaining to Indian youth”, International Journal of Pure and
Applied Mathematics, Vol. 119 No. 2, pp. 2583-2594.

Ahn, S.-M. and Yang, J.-J. (2021), “Effects of foodservice franchise’s online advertising and E-WOM on
trust, commitment and loyalty”, The Korean Journal of Franchise Management, Vol. 12 No. 2,
pp. 7-21, doi: 10.21871/KJFM.2021.6.12.2.7.

Ahn, T., Ryu, S. and Han, I. (2007), “The impact of Web quality and playfulness on user acceptance of
online retailing”, Information and Management, Vol. 44 No. 3, pp. 263-275, doi: 10.1016/j.im.
2006.12.008.

Ajzen, I. (1985), “From intentions to actions: a theory of planned behavior”, in Kuhi, J. and Beckmann,
J. (Eds), Action-Control: from Cognition to Behavior, Springer.

Al-Amri, R., Zakaria, N.H., Habbal, A. and Hassan, S. (2019), “Cryptocurrency adoption: current stage,
opportunities, and open challenges”, International Journal of Advanced Computer Research,
Vol. 9 No. 44, pp. 293-307, doi: 10.19101/ijacr.pid43.

Alaassar, A., Mention, A.-L. and Aas, T.H. (2023), “Facilitating innovation in FinTech: a review and
research agenda”, Review of Managerial Science, Vol. 17 No. 1, pp. 33-66, doi: 10.1007/s11846-
022-00531-x.

Aladwani, A.M. and Palvia, P.C. (2002), “Developing and validating an instrument for measuring user-
perceived web quality”, Information and Management, Vol. 39 No. 6, pp. 467-476, doi: 10.1016/
s0378-7206(01)00113-6.

IJBM
42,3

558

https://doi.org/10.21871/KJFM.2021.6.12.2.7
https://doi.org/10.1016/j.im.2006.12.008
https://doi.org/10.1016/j.im.2006.12.008
https://doi.org/10.19101/ijacr.pid43
https://doi.org/10.1007/s11846-022-00531-x
https://doi.org/10.1007/s11846-022-00531-x
https://doi.org/10.1016/s0378-7206(01)00113-6
https://doi.org/10.1016/s0378-7206(01)00113-6


Alaklabi, S. and Kang, K. (2021), “Perceptions towards cryptocurrency adoption: a case of Saudi arabian
citizens”, Journal of Electronic Banking Systems, Vol. 2021, pp. 1-17, doi: 10.5171/2021.110411.

Albayati, H., Kim, S.K. and Rho, J.J. (2021), “A study on the use of cryptocurrency wallets from a user
experience perspective”, Human Behavior and Emerging Technologies, Vol. 3 No. 5, pp. 720-738,
doi: 10.1002/HBE2.313.

Alekseenko, A.P. and Gidigbi, M.O. (2021), “Legal regulation of a cryptocurrency used in Nigeria and
Russia: a comparative study”, International Journal of Blockchains and Cryptocurrencies, Vol. 2
No. 2, p. 187, doi: 10.1504/ijbc.2021.118135.

Ali, M., Raza, S.A., Khamis, B., Puah, C.H. and Amin, H. (2021), “How perceived risk, benefit and trust
determine user Fintech adoption: a new dimension for Islamic finance”, Foresight, Vol. 23 No. 4,
pp. 403-420, doi: 10.1108/fs-09-2020-0095.

Ali, A., Hameed, A., Moin, M.F. and Khan, N.A. (2022), “Exploring factors affecting mobile-banking
app adoption: a perspective from adaptive structuration theory”, Aslib Journal of Information
Management, Vol. 75 No. 4, pp. 773-795, doi: 10.1108/AJIM-08-2021-0216/FULL/HTML.

Almajali, D., Masa’Deh, R. and Dahalin, Z. (2022), “Factors influencing the adoption of Cryptocurrency
in Jordan: an application of the extended TRA model”, edited by Feng, G.C., Cogent Social
Sciences, Vol. 8 No.1, doi: 10.1080/23311886.2022.2103901.

Alothman, A.I. and Al-Meshal, S.A. (2022), “The impact of website design and customer support on
customer experience and its relation to fintech adoption intention in Saudi Arabia”,
International Journal of Marketing Studies, Vol. 14 No. 1, p. 126, doi: 10.5539/ijms.v14n1p126.

Anjum, A., Sporny, M. and Sill, A. (2017), “Blockchain standards for compliance and trust”, IEEE
Cloud Computing, Vol. 4 No. 4, pp. 84-90, doi: 10.1109/mcc.2017.3791019.

Anser, M.K., Zaigham, G.H.K., Imran Rasheed, M., Pitafi, A.H., Iqbal, J. and Luqman, A. (2020), “Social
media usage and individuals’ intentions toward adopting Bitcoin: the role of the theory of
planned behavior and perceived risk”, International Journal of Communication Systems, Vol. 33
No. 17, doi: 10.1002/dac.4590.

Arias-Oliva, M., Pelegr�ın-Borondo, J. and Mat�ıas-Clavero, G. (2019), “Variables influencing
cryptocurrency use: a technology acceptance model in Spain”, Frontiers in Psychology,
Vol. 10, p. 475, doi: 10.3389/FPSYG.2019.00475/FULL.

Arias-Oliva, M., De Andr�es-S�anchez, J. and Pelegr�ın-Borondo, J. (2021), “Fuzzy set qualitative
comparative analysis of factors influencing the use of cryptocurrencies in Spanish households”,
Mathematics, Vol. 9 No. 4, p. 324, doi: 10.3390/math9040.

Asmi, F., Anwar, M.A., Zhou, R., Nawaz, M.A. and Tahir, F. (2019), “Predicting functional
transparency and privacy concerns as future challenge for diffusion of IoT and blockchain”,
ACM International Conference Proceeding Series, Association for Computing Machinery,
pp. 99-104, doi: 10.1145/3361758.3361770.

Atif, Y. (2002), “Building trust in e-commerce”, IEEE Internet Computing, Vol. 6 No. 1, pp. 18-24,
doi: 10.1109/4236.978365.

Auer, R., Farag, M., Lewrick, U., Orazem, L. and Zoss, M. (2023), “Banking in the shadow of Bitcoin?
The institutional adoption of cryptocurrencies”, CESifo Working Paper.

Awad, R., Aljaafreh, A. and Salameh, A. (2022), “Factors affecting students’ continued usage intention
of E-learning during COVID-19 pandemic: extending Delone and Mclean IS success model”,
International Journal of Emerging Technologies in Learning, Vol. 17 No. 10, pp. 120-144, doi: 10.
3991/ijet.v17i10.30545.

Azizah, N., Handayani, P.W. and Azzahro, F. (2018), “Factors influencing continuance usage of mobile
wallets in Indonesia”, 2018 International Conference on Information Management and
Technology (ICIMTech), pp. 92-97, IEEE.

Bajunaied, K., Hussin, N. and Kamarudin, S. (2023), “Behavioral intention to adopt FinTech services: an
extension of unified theory of acceptance and use of technology”, Journal of Open Innovation:
Technology, Market, and Complexity, Vol. 9 No. 1, 100010, doi: 10.1016/j.joitmc.2023.100010.

Coinbase
Wallet in the

Spanish
environment

559

https://doi.org/10.5171/2021.110411
https://doi.org/10.1002/HBE2.313
https://doi.org/10.1504/ijbc.2021.118135
https://doi.org/10.1108/fs-09-2020-0095
https://doi.org/10.1108/AJIM-08-2021-0216/FULL/HTML
https://doi.org/10.1080/23311886.2022.2103901
https://doi.org/10.5539/ijms.v14n1p126
https://doi.org/10.1109/mcc.2017.3791019
https://doi.org/10.1002/dac.4590
https://doi.org/10.3389/FPSYG.2019.00475/FULL
https://doi.org/10.3390/math9040
https://doi.org/10.1145/3361758.3361770
https://doi.org/10.1109/4236.978365
https://doi.org/10.3991/ijet.v17i10.30545
https://doi.org/10.3991/ijet.v17i10.30545
https://doi.org/10.1016/j.joitmc.2023.100010


Banco de Espa~na (2022), “Especial Criptoactivos”, Informe de estabilidad financiera.

Bauer, R. (1960), Consumer behavior as risk taking, Proceedings of the 43rd National Conference of the
American Marketing Association, June 15, 16, 17, Chicago, Illinois.

BBVA (2023), “BBVA and criptocurrency”, 10 October, available at: https://www.bbva.com/es/
innovacion/bbva-suiza-abre-el-servicio-de-bitcoin-a-todos-sus-clientes-de-banca-privada/

Beynon, M.J., Jones, P. and Pickernell, D. (2016), “Country-based comparison analysis using fsQCA
investigating entrepreneurial attitudes and activity”, Journal of Business Research, Vol. 69
No. 4, pp. 1271-1276, doi: 10.1016/j.jbusres.2015.10.091.

Bhattacherjee, A. (2002), “Individual trust in online firms: scale development and initial test”, Journal
of Management Information Systems, Vol. 19 No. 1, pp. 211-241.

Biernacki, K. and Plechawska-W�ojcik, M. (2021), “A comparative analysis of cryptocurrency wallet
management tools”, Journal of Computer Sciences Institute, Vol. 21, pp. 373-377, doi: 10.35784/jcsi.2756.

Cabrera-S�anchez, J.-P. and Villarejo Ramos, �A.F. (2018), “Extendiendo el modelo UTAUT para evaluar
los factores que afectan la adopci�on del Big Data en empresas espa~nolas”, in Nuevos Horizontes
Del Marketing y de La Distribuci�on Comercial, C�atedra Fundaci�on Ram�on Areces de
Distribuci�on Comercial.

Chetioui, Y., Benlafqih, H. and Lebdaoui, H. (2020), “How fashion influencers contribute to consumers’
purchase intention”, Journal of Fashion Marketing and Management, Vol. 24 No. 3, pp. 361-380,
doi: 10.1108/JFMM-08-2019-0157/FULL/HTML.

Cheung, C.M.K. and Lee, M.K.O. (2012), “What drives consumers to spread electronic word of mouth
in online consumer-opinion platforms”, Decision Support Systems, Vol. 53 No. 1, pp. 218-225,
doi: 10.1016/j.dss.2012.01.015.

Cinco Dias. (2021), “Gu�ıa para no perderse en la salida a Bolsa de Coinbase.

Coinbase (2022), “About Coinbase”, available at: https://www.coinbase.com/es/about

Coinmotion (2022), “¿Cu�al es la mejor wallet para bitcoin? Mejor cartera bitcoin 2023”, available at:
https://coinmotion.com/es/mejores-carteras-bitcoin-wallet/

Dabbous, A., Merhej Sayegh, M. and Aoun Barakat, K. (2022), “Understanding the adoption of
cryptocurrencies for financial transactions within a high-risk context”, Journal of Risk Finance,
Vol. 23 No. 4, pp. 349-367, doi: 10.1108/JRF-10-2021-0169/FULL/HTML.

Davis, F. (1989), “Perceived usefulness, perceived ease of use, and user acceptance of information
technology”, MIS Quarterly, Vol. 13 No. 3, pp. 319-340, doi: 10.36863/mds.a.14027.

Davison, C., Akhavan, P., Jan, T., Azizi, N., Fathollahi, S., Taheri, N., Haass, O. and Prasad, M. (2022),
“Evaluation of sustainable digital currency exchange platforms using analytic models”,
Sustainability, Vol. 14 No. 10, p. 5822, doi: 10.3390/su14105822.

Dawood, H.M., Liew, C.Y. and Lau, T.C. (2021), “Mobile perceived trust mediation on the intention and
adoption of FinTech innovations using mobile technology: a systematic literature review”,
F1000Research, Vol. 10, p. 1252, doi: 10.12688/f1000research.74656.2.

DeVries, P.D. (2016), “An analysis of cryptocurrency, bitcoin, and the future”, International Journal of
Business Management and Commerce, Vol. 1 No. 2, pp. 1-9.

Di, C. and Luwen, W. (2012), “Factors affecting e-WOM adoption”, Unpublished bachelor thesis, Hong
Kong Baptist University, Hong Kong.

Dierksmeier, C. and Seele, P. (2018), “Cryptocurrencies and business ethics”, Journal of Business Ethics,
Vol. 152 No. 1, pp. 1-14, doi: 10.1007/s10551-016-3298-0.

Dowling, G.R. and Staelin, R. (1994), “A model of perceived risk and intended risk-handling activity”,
Journal of Consumer Research, Vol. 21 No. 1, pp. 119-134, doi: 10.1086/209386.

Dul, J. (2016), “Necessary condition analysis (NCA) logic and methodology of ‘necessary but not
sufficient’ causality”, Organizational Research Methods, Vol. 19 No. 1, pp. 10-52, doi: 10.1177/
1094428115584005.

IJBM
42,3

560

https://www.bbva.com/es/innovacion/bbva-suiza-abre-el-servicio-de-bitcoin-a-todos-sus-clientes-de-banca-privada/
https://www.bbva.com/es/innovacion/bbva-suiza-abre-el-servicio-de-bitcoin-a-todos-sus-clientes-de-banca-privada/
https://doi.org/10.1016/j.jbusres.2015.10.091
https://doi.org/10.35784/jcsi.2756
https://doi.org/10.1108/JFMM-08-2019-0157/FULL/HTML
https://doi.org/10.1016/j.dss.2012.01.015
https://www.coinbase.com/es/about
https://coinmotion.com/es/mejores-carteras-bitcoin-wallet/
https://doi.org/10.1108/JRF-10-2021-0169/FULL/HTML
https://doi.org/10.36863/mds.a.14027
https://doi.org/10.3390/su14105822
https://doi.org/10.12688/f1000research.74656.2
https://doi.org/10.1007/s10551-016-3298-0
https://doi.org/10.1086/209386
https://doi.org/10.1177/1094428115584005
https://doi.org/10.1177/1094428115584005


Erdfelder, E., Faul, F., Buchner, A. and Lang, A.G. (2009), “Statistical power analyses using G*Power
3.1: tests for correlation and regression analyses”, Behavior Research Methods, Vol. 41 No. 4,
pp. 1149-1160, doi: 10.3758/BRM.41.4.1149.

Everard, A. and Galletta, D.F. (2005), “How presentation flaws affect perceived site quality, trust, and
intention to purchase from an online store”, Journal of Management Information Systems,
pp. 55-95.

Farell, R. (2015), “An analysis of the cryptocurrency industry”.

Featherman, M.S. and Pavlou, P.A. (2003), “Predicting e-services adoption: a perceived risk facets
perspective”, International Journal of Human-Computer Studies, Vol. 59 No. 4, pp. 451-474,
doi: 10.1016/s1071-5819(03)00111-3.

Fern�andez-Esquinas, M., S�anchez-Rodr�ıguez, M.I., Pedraza-Rodr�ıguez, J.A. and Mu~noz-Benito, R.
(2021), “The use of QCA in science, technology and innovation studies: a review of the literature
and an empirical application to knowledge transfer”, Scientometrics, Vol. 126 No. 8,
pp. 6349-6382, doi: 10.1007/s11192-021-04012-y.

Fishbein, M. and Ajzen, I. (1975), Belief, Attitude, Intention, and Behavior: An Introduction to Theory
and Research, Addison-Wesley, Reading, MA.

Fiss, P.C. (2011), “Building better causal theories: a fuzzy set approach to typologies in organization
research”, Academy of Management Journal, Vol. 54 No. 2, pp. 393-420, doi: 10.5465/amj.2011.
60263120.

Fornell, C. and Larcker, D.F. (1981), “Evaluating structural equation models with unobservable
variables and measurement error”, Journal of Marketing Research, Vol. 18 No. 1, pp. 39-50,
doi: 10.2307/3151312.

Foroutan, P. and Lahmiri, S. (2022), “The effect of COVID-19 pandemic on return-volume and return-
volatility relationships in cryptocurrency markets”, Chaos, Solitons and Fractals, Vol. 162,
112443, doi: 10.1016/j.chaos.2022.112443.

Gagarina, M., Nestik, T. and Drobysheva, T. (2019), “Social and psychological predictors of youths’
attitudes to cryptocurrency”, Behavioral Sciences, Vol. 9 No. 12, p. 118, doi: 10.3390/
bs9120118.

Garc�ıa-Corral, F.J., Cordero-Garc�ıa, J.A., de Pablo-Valenciano, J. and Uribe-Toril, J. (2022),
“A bibliometric review of cryptocurrencies: how have they grown?”, Financial Innovation,
Vol. 8 No. 1, pp. 1-31, doi: 10.1186/S40854-021-00306-5.

Gefen, D. (2000), “E-commerce: the role of familiarity and trust”, Omega, Vol. 6, pp. 725-737, doi: 10.
1016/s0305-0483(00)00021-9.

Gefen, D., Karahanna, E. and Straub, D.W. (2003), “Trust and TAM in online shopping: an integrated
model”, MIS Quarterly, Vol. 27 No. 1, pp. 51-90, doi: 10.2307/30036519.

Geiregat, S. (2018), “Cryptocurrencies are (smart) contracts”, Computer Law and Security Review,
Vol. 34 No. 5, pp. 1144-1149, doi: 10.1016/j.clsr.2018.05.030.

Ghalandari, K. (2012), “The effect of performance expectancy, effort expectancy, social influence and
facilitating conditions on acceptance of e-banking services in Iran: the moderating role of age
and gender”, Middle-East Journal of Scientific Research, Vol. 12 No. 6, pp. 801-807.

Gharib, R.K., Garcia-Perez, A., Dibb, S. and Iskoujina, Z. (2020), “Trust and reciprocity effect on
electronic word-of-mouth in online review communities”, Journal of Enterprise Information
Management, Vol. 33 No. 1, pp. 120-138, doi: 10.1108/jeim-03-2019-0079.

Gil-Cordero, E., Cabrera-S�anchez, J.P. and Arr�as-Cort�es, M.J. (2020), “Cryptocurrencies as a financial
tool: acceptance factors”, Mathematics, Vol. 8 No. 11, p. 1974, doi: 10.3390/math8111974.

Gil-Cordero, E., Maldonado-L�opez, B., Ledesma-Chaves, P. and Garc�ıa-Guzm�an, A. (2023), “Do small-
and medium-sized companies intend to use the Metaverse as part of their strategy?
A behavioral intention analysis”, International Journal of Entrepreneurial Behavior and
Research, Vol. ahead-of-print No. ahead-of-print, doi: 10.1108/ijebr-09-2022-0816.

Coinbase
Wallet in the

Spanish
environment

561

https://doi.org/10.3758/BRM.41.4.1149
https://doi.org/10.1016/s1071-5819(03)00111-3
https://doi.org/10.1007/s11192-021-04012-y
https://doi.org/10.5465/amj.2011.60263120
https://doi.org/10.5465/amj.2011.60263120
https://doi.org/10.2307/3151312
https://doi.org/10.1016/j.chaos.2022.112443
https://doi.org/10.3390/bs9120118
https://doi.org/10.3390/bs9120118
https://doi.org/10.1186/S40854-021-00306-5
https://doi.org/10.1016/s0305-0483(00)00021-9
https://doi.org/10.1016/s0305-0483(00)00021-9
https://doi.org/10.2307/30036519
https://doi.org/10.1016/j.clsr.2018.05.030
https://doi.org/10.1108/jeim-03-2019-0079
https://doi.org/10.3390/math8111974
https://doi.org/10.1108/ijebr-09-2022-0816


Glover, S. and Benbasat, I. (2010), “A comprehensive model of perceived risk of e-commerce
transactions”, International Journal of Electronic Commerce, Vol. 15 No. 2, pp. 47-78, doi: 10.
2753/jec1086-4415150202.

Grazioli, S. and Jarvenpaa, S.L. (2000), “Perils of Internet fraud: an empirical investigation of
deception and trust with experienced Internet consumers”, IEEE Transactions on Systems,
Man, and Cybernetics-Part A: Systems and Humans, Vol. 30 No. 4, pp. 395-410, doi: 10.1109/
3468.852434.

Greckhamer, T., Misangyi, V.F. and Fiss, P.C. (2013), “The two QCAs: from a small-N to a large-N set
theoretic approach”, Research in the Sociology of Organizations, Vol. 38, pp. 49-75, doi: 10.1108/
S0733-558X(2013)0000038007.

Hair, J.F., Risher, J.J., Sarstedt, M. and Ringle, C.M. (2019), “When to use and how to report the
results of PLS-SEM”, European Business Review, Vol. 31 No. 1, pp. 2-24, doi: 10.1108/EBR-11-
2018-0203.

Hennig-Thurau, T., Gwinner, K.P., Walsh, G. and Gremler, D.D. (2004), “Electronic word-of-mouth
via consumer-opinion platforms: what motivates consumers to articulate themselves on
the internet?”, Journal of Interactive Marketing, Vol. 18 No. 1, pp. 38-52, doi: 10.1002/
dir.10073.

Hileman, G. and Rauchs, M. (2017), “Global cryptocurrency benchmarking study”, Cambridge Centre
for Alternative Finance, Vol. 33, pp. 33-113.

Hossain, M. (2020), “Sharing economy: a comprehensive literature review”, International Journal of
Hospitality Management, Vol. 87, pp. 102-470, doi: 10.1016/j.ijhm.2020.102470.

Hotar, N. (2020), “Herd behavior in terms of social psychology: the example of crypto asset markets”,
International Journal of eBusiness and eGovernment Studies, Vol. 12 No. 1, pp. 79-90.

Hu, L. and Bentler, P.M. (1999), “Cutoff criteria for fit indexes in covariance structure analysis:
conventional criteria versus new alternatives”, Structural Equation Modeling:
A Multidisciplinary Journal, Vol. 6 No. 1, pp. 1-55, doi: 10.1080/10705519909540118.

Hulland, J. (1999), “Use of partial least squares (PLS) in strategic management research: a review of
four recent studies”, Strategic Management Journal, Vol. 20 No. 2, pp. 195-204, doi: 10.1002/(sici)
1097-0266(199902)20:23.0.co;2-7.

Hurtado, J. (2022), “Qu�e es Blockchain y c�omo funciona la tecnolog�ıa Blockchain”, IEBS Business
School.

Ighomereho, O.S., Afolabi, T.S. and Oluwakoya, A.O. (2022), “Impact of E-service quality on customer
satisfaction: a study of internet banking for general and maritime services in Nigeria”, Journal
of Financial Services Marketing, Vol. 28 No. 3, pp. 1-14, doi: 10.1057/S41264-022-00164-X.

Jiang, Y., Balaji, M.S. and Jha, S. (2019), “Together we tango: value facilitation and customer
participation in Airbnb”, International Journal of Hospitality Management, Vol. 82, pp. 169-180,
doi: 10.1016/j.ijhm.2019.05.004.

Jørgensen, K. and Beck, R. (2022), “Universal wallets”, Business and Information Systems Engineering,
Vol. 64 No. 1, pp. 115-125, doi: 10.1007/s12599-021-00736-6.

Karim, M.W., Haque, A., Ulfy, M.A., Hossain, M.A. and Anis, M.Z. (2020), “Factors influencing the use
of E-wallet as a payment method among Malaysian young adults”, Journal of International
Business and Management, Vol. 3 No. 2, pp. 01-12.

Khwaja, M.G., Mahmood, S. and Zaman, U. (2020), “Examining the effects of eWOM, trust inclination,
and information adoption on purchase intentions in an accelerated digital marketing context”,
Information, Vol. 11 No. 10, p. 478, doi: 10.3390/info11100478.

Kim, Y. and Peterson, R.A. (2017), “A meta-analysis of online trust relationships in E-commerce”,
Journal of Interactive Marketing, Vol. 38, pp. 44-54, doi: 10.1016/j.intmar.2017.01.001.

Kock, N. (2015), “Common method bias in PLS-SEM: a full collinearity assessment approach”,
International Journal of E-Collaboration, Vol. 11 No. 4, pp. 1-10, doi: 10.4018/ijec.2015100101.

IJBM
42,3

562

https://doi.org/10.2753/jec1086-4415150202
https://doi.org/10.2753/jec1086-4415150202
https://doi.org/10.1109/3468.852434
https://doi.org/10.1109/3468.852434
https://doi.org/10.1108/S0733-558X(2013)0000038007
https://doi.org/10.1108/S0733-558X(2013)0000038007
https://doi.org/10.1108/EBR-11-2018-0203
https://doi.org/10.1108/EBR-11-2018-0203
https://doi.org/10.1002/dir.10073
https://doi.org/10.1002/dir.10073
https://doi.org/10.1016/j.ijhm.2020.102470
https://doi.org/10.1080/10705519909540118
https://doi.org/10.1002/(sici)1097-0266(199902)20:2<195::aid-smj13>3.0.co;2-7
https://doi.org/10.1002/(sici)1097-0266(199902)20:2<195::aid-smj13>3.0.co;2-7
https://doi.org/10.1057/S41264-022-00164-X
https://doi.org/10.1016/j.ijhm.2019.05.004
https://doi.org/10.1007/s12599-021-00736-6
https://doi.org/10.3390/info11100478
https://doi.org/10.1016/j.intmar.2017.01.001
https://doi.org/10.4018/ijec.2015100101


Kock, N. and Lynn, G. (2012), “Lateral collinearity and misleading results in variance-based SEM: an
illustration and recommendations”, Journal of the Association for Information Systems, Vol. 13
No. 7, pp. 546-580, doi: 10.17705/1jais.00302.

Kraus, S., Niemand, T., Besler, M., Stieg, P. and Martinez-Ciment, C. (2018), “The influence of
leadership styles on the internationalisation of ‘born-global’ firms and traditionally global-
expanding firms”, European Journal of International Management, Vol. 12 Nos 5-6, pp. 554-575,
doi: 10.1504/EJIM.2018.094457.

Kumari, A. and Devi, N.C. (2022), “The impact of FinTech and blockchain technologies on banking
and financial services”, Technology Innovation Management Review, Vol. 12 Nos 1/2, pp. 1-2,
doi: 10.22215/timreview/1481.

Kusa, R., Duda, J. and Suder, M. (2022), “How to sustain company growth in times of crisis: the
mitigating role of entrepreneurial management”, Journal of Business Research, Vol. 142,
pp. 377-386, doi: 10.1016/j.jbusres.2021.12.081.

Liao, H., Shi, Y., Liu, X., Shen, N. and Deng, Q. (2019), “A non-probabilistic model of carbon footprints
in remanufacture under multiple uncertainties”, Journal of Cleaner Production, Vol. 211 Nos 9-
10, pp. 1127-1140, doi: 10.1016/j.jclepro.2018.11.218.

Liu, D. and Tu, W. (2021), “Factors influencing consumers’ adoptions of biometric recognition
payment devices: combination of initial trust and UTAUT model”, International Journal of
Mobile Communications, Vol. 19 No. 3, pp. 345-363, doi: 10.1504/ijmc.2021.114324.

L�opez-Zambrano, C., Camberos-Castro, M. and Villarreal-Peralta, E.M. (2021), “Los determinantes de
confianza y riesgo percibido sobre los usuarios de bitcoin”, RETOS. Revista de Ciencias de La
Administraci�on y Econom�ıa, Vol. 11 No. 22, pp. 199-215, doi: 10.17163/ret.n22.2021.01.

Mangold, W.G. and Faulds, D.J. (2009), “Social media: the new hybrid element of the promotion mix”,
Business Horizons, Vol. 52 No. 4, pp. 357-365.

Maraqa, M., Al-Amawi, A. and Hashem, T. (2018), “The impact of Jordanian banks websites’ quality
on customers’ satisfaction”, International Journal of Business and Management, Vol. 13 No. 8,
pp. 268-276, doi: 10.5539/ijbm.v13n8p268.

MarketsandMarkets (2022), “Blockchain market by component (platforms and services), provider
(application, middleware, and infrastructure), type (private, public, and hybrid), organization
size, application area, and region -global forecast to 2027”, available at: https://www.
marketsandmarkets.com/Market-Reports/blockchain-technology-market-90100890.html

Mart�ınez �Avila, M. and Fierro Moreno, E. (2018), “Aplicaci�on de la t�ecnica PLS-SEM en la gesti�on del
conocimiento: un enfoque t�ecnico pr�actico”, RIDE. Revista Iberoamericana Para La
Investigaci�on y El Desarrollo Educativo, Centro de Estudios e Investigaciones para el
Desarrollo Docente AC, Vol. 8 No. 16, pp. 130-164, doi: 10.23913/ride.v8i16.336.

McClelland, D.C. (1998), “Identifying competencies with behavioral-event interviews”, Psychological
Science, Vol. 9 No. 5, pp. 331-339, doi: 10.1111/1467-9280.00065.

Mendoza-Tello, J.C., Mora, H., Pujol-L�opez, F.A. and Lytras, M.D. (2019), “Disruptive innovation of
cryptocurrencies in consumer acceptance and trust”, Information Systems and E-Business
Management, Vol. 17 Nos 2-4, pp. 195-222, doi: 10.1007/S10257-019-00415-W.

Meyliana, M., Fernando, E. and Surjandy, S. (2019), “The influence of perceived risk and trust in
adoption of fintech services in Indonesia”, CommIT (Communication and Information
Technology) Journal, Vol. 13 No. 1, pp. 31-37, doi: 10.21512/commit.v13i1.5708.

Miraz, M.H., Hasan, M.T., Rekabder, M.S. and Akhter, R. (2022), “Trust, transaction transparency,
volatility, facilitating condition, performance expectancy towards cryptocurrency adoption
through intention to use”, Journal of Management Information and Decision Sciences,
Vol. 25, pp. 1-20.

Mitchell, V. (1999), “Consumer perceived risk: conceptualisations and models”, European
Journal of Marketing, Vol. 33 Nos 1/2, pp. 163-195, doi: 10.1108/03090569910249229/
FULL/HTML.

Coinbase
Wallet in the

Spanish
environment

563

https://doi.org/10.17705/1jais.00302
https://doi.org/10.1504/EJIM.2018.094457
https://doi.org/10.22215/timreview/1481
https://doi.org/10.1016/j.jbusres.2021.12.081
https://doi.org/10.1016/j.jclepro.2018.11.218
https://doi.org/10.1504/ijmc.2021.114324
https://doi.org/10.17163/ret.n22.2021.01
https://doi.org/10.5539/ijbm.v13n8p268
https://www.marketsandmarkets.com/Market-Reports/blockchain-technology-market-90100890.html
https://www.marketsandmarkets.com/Market-Reports/blockchain-technology-market-90100890.html
https://doi.org/10.23913/ride.v8i16.336
https://doi.org/10.1111/1467-9280.00065
https://doi.org/10.1007/S10257-019-00415-W
https://doi.org/10.21512/commit.v13i1.5708
https://doi.org/10.1108/03090569910249229/FULL/HTML
https://doi.org/10.1108/03090569910249229/FULL/HTML


Moorman, C., Deshpande, R. and Zaltman, G. (1993), “Factors affecting trust in market research
relationships”, Journal of Marketing, Vol. 57 No. 1, pp. 81-101, doi: 10.1177/
002224299305700106.

Morgan, R.M. and Hunt, S.D. (1994), “The commitment-trust theory of relationship marketing”, Journal
of Marketing, Vol. 58 No. 3, pp. 20-38, doi: 10.1177/002224299405800302.

Namahoot, K.S. and Jantasri, V. (2023), “Integration of UTAUT model in Thailand cashless
payment system adoption: the mediating role of perceived risk and trust”, Journal of Science
and Technology Policy Management, Vol. 14 No. 4, pp. 634-658, doi: 10.1108/jstpm-07-
2020-0102.

Namazi, M. (2020), “Effect of crypto currency on the government backed currency”, Journal of Social
and Administrative Sciences, Vol. 7 No. 1, pp. 62-69.

Narayanan, A., Bonneau, J., Felten, E., Miller, A. and Goldfeder, S. (2016), Bitcoin and Cryptocurrency
Technologies: A Comprehensive Introduction, Princeton University Press, New Jersey.

Nguyen, T.D. and Huynh, P.A. (2018), “The roles of perceived risk and trust on e–payment adoption”,
in Econometrics for Financial Applications, Springer, pp. 926-940.

OECD (2020), “Coronavirous: The world economy at risk”, OECD Interim Economic Assessment.

Okolelova, I. and Bikker, J.A. (2022), “The single supervisory mechanism: competitive implications for
the banking sectors in the euro area”, International Journal of Finance and Economics, Vol. 27
No. 2, pp. 1818-1835, doi: 10.1002/ijfe.2244.

Palos-Sanchez, P., Saura, J.R. and Correia, M.B. (2021), “Do tourism applications’ quality and user
experience influence its acceptance by tourists?”, Review of Managerial Science, Vol. 15 No. 5,
pp. 1205-1241, doi: 10.1007/S11846-020-00396-Y.

Pappas, I.O. and Woodside, A.G. (2021), “Fuzzy-set qualitative comparative analysis (fsQCA):
guidelines for research practice in information systems and marketing”, International Journal of
Information Management, Vol. 58, 102310, doi: 10.1016/j.ijinfomgt.2021.102310.

Park, S. and Tussyadiah, I.P. (2017), “Multidimensional facets of perceived risk in mobile travel
booking”, Journal of Travel Research, Vol. 56 No. 7, pp. 854-867, doi: 10.1177/0047287516675062.

Pavlou, P.A. (2003), “Consumer acceptance of electronic commerce: integrating trust and risk with the
technology acceptance model”, International Journal of Electronic Commerce, Vol. 7 No. 3,
pp. 101-134.

P�erez, E., Medrano, L.A. and Rosas, J.S. (2013), “El Path Analysis: conceptos b�asicos y ejemplos de
aplicaci�on”, Revista Argentina de Ciencias Del Comportamiento, Vol. 5 No. 1, pp. 52-66,
Universidad Nacional de C�ordoba.

Praitheeshan, P., Pan, L. and Doss, R. (2020), “Security evaluation of smart contract-based on-chain
Ethereum wallets”, International Conference on Network and System Security, Springer, pp. 22-41.

Putri, N. and Hasib, F. (2022), “The effect of E-WOM on repurchase intention with trust as a mediation
variable (case study on wearing Klamby)”, Review of Islamic Economics and Finance (RIEF),
Vol. 5 No. 1, pp. 52-64.

Ragin, C.C. (2006), “Set relations in social research: evaluating their consistency and coverage”,
Political Analysis, Vol. 14 No. 3, pp. 291-310, doi: 10.1093/pan/mpj019.

Ragin, C.C. (2012), “Qualitative comparative analysis using fuzzy sets (fsQCA)”, Configurational
Comparative Methods: Qualitative Comparative Analysis (QCA) and Related Techniques, Sage,
Thousand Oaks, CA, Vol. 51, pp. 87-122, doi: 10.4135/9781452226569.n5.

Ragin, C.C., Strand, S.I. and Claude, R. (2008), User’s Guide to Fuzzy-Set/Qualitative Comparative
Analysis, University of Arizona, Vol. 87, pp. 1-87.

R�amirez, L. (2022), “Wallet de criptomonedas: El monedero de la tecnolog�ıa Blockchain”, IEBS
Business School.

Rasika Hemantha, T. (2021), “Factors influencing cryptocurrency adoption among individuals:
a systematic literature review”, Doctoral Dissertation, Auckland University of Technology.

IJBM
42,3

564

https://doi.org/10.1177/002224299305700106
https://doi.org/10.1177/002224299305700106
https://doi.org/10.1177/002224299405800302
https://doi.org/10.1108/jstpm-07-2020-0102
https://doi.org/10.1108/jstpm-07-2020-0102
https://doi.org/10.1002/ijfe.2244
https://doi.org/10.1007/S11846-020-00396-Y
https://doi.org/10.1016/j.ijinfomgt.2021.102310
https://doi.org/10.1177/0047287516675062
https://doi.org/10.1093/pan/mpj019
https://doi.org/10.4135/9781452226569.n5


Rezaeighaleh, H. and Zou, C. (2019), “New secure approach to backup cryptocurrency wallets”, EIEEE
Global Communications Conference (GLOBECOM), pp. 1-6.

Rihoux, B. and Lobe, B. (2009), “The case for qualitative comparative analysis (QCA): adding leverage
for thick cross-case comparison”, in The Sage Handbook of Case-Based Methods, Sage, London,
pp. 222-242.

Rihoux, B. and Ragin, C.C. (2008), Configurational Comparative Methods: Qualitative Comparative
Analysis (QCA) and Related Techniques, Sage Publications, Thousand Oaks, California.

Rihoux, B., �Alamos-Concha, P. and Lobe, B. (2021), “Qualitative comparative analysis (QCA): an
integrative approach suited for diverse mixed methods and multimethod research strategies”,
in The Routledge Reviewer’s Guide to Mixed Methods Analysis, Routledge, pp. 185-197, doi: 10.
4324/9780203729434-17.

Ringle, C.M., Wende, S. and Becker, J.M. (2022), SmartPLS4. Oststeinbek, SmartPLS GmbH, available
at: http://www.smartpls.com

Ringle, C.M., Wende, S. and Will, A. (2005), “Customer segmentation with FIMIX-PLS”, In Proceedings
of PLS-05 International Symposium, SPAD Test&go, Paris, 2005, September, pp. 507-514.

Rippa, P., Ferruzzi, G., Holienka, M., Capaldo, G. and Coduras, A. (2020), “What drives university
engineering students to become entrepreneurs? Finding different recipes using a configuration
approach”, Journal of Small Business Management, Vol. 61 No. 2, pp. 1-31, doi: 10.1080/
00472778.2020.1790291.

Roh, T., Yang, Y.S., Xiao, S. and Park, B.I. (2022), “What makes consumers trust and adopt FinTech?
An empirical investigation in China”, Electronic Commerce Research, pp. 1-33, doi: 10.1007/
s10660-021-09527-3.

Roldan, J.L. and Cepeda, G. (2017), PLS-SEM, CFP, Universidad de Sevilla.

Russo, I. and Confente, I. (2019), “From dataset to qualitative comparative analysis (QCA)—challenges
and tricky points: a research note on contrarian case analysis and data calibration”,
Australasian Marketing Journal, Vol. 27 No. 2, pp. 129-135, doi: 10.1016/j.ausmj.2018.11.001.

Saiedi, E., Brostr€om, A. and Ruiz, F. (2021), “Global drivers of cryptocurrency infrastructure adoption”,
Small Business Economics, Vol. 57 No. 1, pp. 353-406, doi: 10.1007/S11187-019-00309-8.

Salem, S. (2019), “A proposed adoption model for blockchain technology using the unified theory of
acceptance and use of technology (UTAUT)”, Open International Journal of Informatics, Vol. 7
Special Issue 2, pp. 75-84.

Sandner, P., Lichti, C., Heidt, C., Richter, R. and Schaub, B. (2022), “The Carbon Emissions of Bitcoin
From an Investor Perspective”, Frankfurt School Blockchain Center and intas. tech, Frankfurt.

Sanz-Bas, D., Luis, S., Alonso, N., �Angel, M., Fern�andez, E., Del Rosal, C. and David, S.-B. (2021),
“Cryptocurrencies and fraudulent transactions: risks, practices, and legislation for their
prevention in Europe and Spain”, Laws, Vol. 10 No. 3, p. 57, doi: 10.3390/laws10030057.

Saputra, U. and Darma, G. (2022), “The intention to use blockchain in Indonesia using extended
approach technology acceptance model (TAM)”, CommIT (Communication and Information
Technology) Journal, Vol. 16 No. 1, pp. 27-35, doi: 10.21512/commit.v16i1.7609.

Sarstedt, M., Ringle, C.M. and Hair, J.F. (2017), “Partial least squares structural equation modeling”, in
Handbook of Market Research, pp. 1-40.

Schaupp, L.C., Festa, M., Knotts, K.G. and Vitullo, E.A. (2022), “Regulation as a pathway to individual
adoption of cryptocurrency”, Digital Policy, Regulation and Governance, Vol. 24 No. 2,
pp. 199-219, doi: 10.1108/DPRG-08-2021-0101/FULL/HTML.

Schneider, C.Q. (2018), “Realists and idealists in QCA”, Political Analysis, Vol. 26 No. 2, pp. 246-254, doi:
10.1017/pan.2017.45.

Segendorf, B. (2014), “What is bitcoin?”, Sveriges Riksbank Economic Review, Vol. 2, pp. 71-87.

Seo, E.J., Park, J.W. and Choi, Y.J. (2020), “The effect of social media usage characteristics on e-WOM, trust,
and brand equity: focusing on users of airline social media”, Sustainability, Vol. 12 No. 4, p. 1691.

Coinbase
Wallet in the

Spanish
environment

565

https://doi.org/10.4324/9780203729434-17
https://doi.org/10.4324/9780203729434-17
http://www.smartpls.com
https://doi.org/10.1080/00472778.2020.1790291
https://doi.org/10.1080/00472778.2020.1790291
https://doi.org/10.1007/s10660-021-09527-3
https://doi.org/10.1007/s10660-021-09527-3
https://doi.org/10.1016/j.ausmj.2018.11.001
https://doi.org/10.1007/S11187-019-00309-8
https://doi.org/10.3390/laws10030057
https://doi.org/10.21512/commit.v16i1.7609
https://doi.org/10.1108/DPRG-08-2021-0101/FULL/HTML
https://doi.org/10.1017/pan.2017.45


Sharma, S., Singh, G. and Pratt, S. (2022), “Modeling the multi-dimensional facets of perceived risk in
purchasing travel online: a generational analysis”, Journal of Quality Assurance in Hospitality
and Tourism, Vol. 23 No. 2, pp. 539-567, doi: 10.1080/1528008X.2021.1891597.

Shin, D. and Rice, J. (2022), “Cryptocurrency: a panacea for economic growth and sustainability?
A critical review of crypto innovation”, Telematics and Informatics, Vol. 71, 101830, doi: 10.
1016/j.tele.2022.101830.

Singh, S., Sahni, M.M. and Kovid, R.K. (2021), “Exploring trust and responsiveness as antecedents for
intention to use FinTech services”, International Journal of Economics and Business Research,
Vol. 21 No. 2, pp. 254-268, doi: 10.1504/ijebr.2021.10031000.

Statista (2022), “Number of Bitcoin block explorer Blockchain.com wallet users worldwide from
November 2011 to July 11, 2022”, available at: https://es.statista.com/estadisticas/1236529/
blockchain-numero-de-carteras-a-nivel-mundial/

Steinmetz, F., von Meduna, M., Ante, L. and Fiedler, I. (2021), “Ownership, uses and perceptions of
cryptocurrency: results from a population survey”, Technological Forecasting and Social
Change, Vol. 173, 121073, doi: 10.1016/j.techfore.2021.121073.

Suratkar, S., Shirole, M. and Bhirud, S. (2020), “Cryptocurrency wallet: a review”, N 2020 4th
International Conference on Computer, Communication and Signal Processing (ICCCSP), pp. 1-7.

Taylor, S., Ariffin, A. and Ariffin, K. (2021), “Cryptocurrencies investigation: a methodology for the
preservation of cryptowallets”, 2021 3rd International Cyber Resilience Conference (CRC), pp. 1-5.

Teng, S. and Khong, K. (2021), “Examining actual consumer usage of E-wallet: a case study of big
data analytics”, Computers in Human Behavior, Vol. 121, pp. 106-778, doi: 10.1016/j.chb.2021.
106778.

Ter Ji-Xi, J., Salamzadeh, Y. and Teoh, A.P. (2021a), “Behavioral intention to use cryptocurrency in
Malaysia: an empirical study”, Bottom Line, Vol. 34 No. 2, pp. 170-197, doi: 10.1108/BL-08-2020-
0053/FULL/HTML.

Ter Ji-Xi, J., Salamzadeh, Y. and Teoh, A.P. (2021b), “Behavioral intention to use cryptocurrency in
Malaysia: an empirical study”, The Bottom Line, Vol. 34 No. 2, pp. 170-197, doi: 10.1108/BL-08-
2020-0053/FULL/HTML.

Thakor, A.V. (2020), “Fintech and banking: what do we know?”, Journal of Financial Intermediation,
Vol. 41, 100833, doi: 10.1016/j.jfi.2019.100833.

Valero, S., Climent, F. and Esteban, R. (2020), “Future banking scenarios. Evolution of digitalisation in
Spanish banking”, Journal of Business Accounting and Finance Perspectives, Vol. 2 No. 2, p. 13,
doi: 10.35995/jbafp2020013.

Venkatesh, V. and Davis, F.D. (2000), “Theoretical extension of the technology acceptance model: four
longitudinal field studies”, Management Science, Vol. 46 No. 2, pp. 186-204, doi: 10.1287/MNSC.
46.2.186.11926.

Venkatesh, V., Morris, M.G., Davis, G.B. and Davis, F.D. (2003), “User acceptance of information
technology: toward a unified view”, MIS Quarterly, Vol. 27 No. 3, pp. 425-478, JSTOR, doi: 10.
2307/30036540.

Vidal-Tom�as, D. (2021), “Transitions in the cryptocurrency market during the COVID-19
pandemic: a network analysis”, Finance Research Letters, Vol. 43, 101981, doi: 10.1016/j.
frl.2021.101981.

Wang, Z., Guan, Z., Hou, F., Li, B. and Zhou, W. (2019), “What determines customers’ continuance
intention of FinTech? Evidence from YuEbao”, Industrial Management and Data Systems,
Vol. 119 No. 8, pp. 1625-1637, doi: 10.1108/imds-01-2019-0011.

Widyanto, H.A., Kusumawardani, K.A. and Yohanes, H. (2022), “Safety first: extending UTAUT to
better predict mobile payment adoption by incorporating perceived security, perceived risk and
trust”, Journal of Science and Technology Policy Management, Vol. 13 No. 4, pp. 952-973, doi: 10.
1108/jstpm-03-2020-0058.

IJBM
42,3

566

https://doi.org/10.1080/1528008X.2021.1891597
https://doi.org/10.1016/j.tele.2022.101830
https://doi.org/10.1016/j.tele.2022.101830
https://doi.org/10.1504/ijebr.2021.10031000
https://es.statista.com/estadisticas/1236529/blockchain-numero-de-carteras-a-nivel-mundial/
https://es.statista.com/estadisticas/1236529/blockchain-numero-de-carteras-a-nivel-mundial/
https://doi.org/10.1016/j.techfore.2021.121073
https://doi.org/10.1016/j.chb.2021.106778
https://doi.org/10.1016/j.chb.2021.106778
https://doi.org/10.1108/BL-08-2020-0053/FULL/HTML
https://doi.org/10.1108/BL-08-2020-0053/FULL/HTML
https://doi.org/10.1108/BL-08-2020-0053/FULL/HTML
https://doi.org/10.1108/BL-08-2020-0053/FULL/HTML
https://doi.org/10.1016/j.jfi.2019.100833
https://doi.org/10.35995/jbafp2020013
https://doi.org/10.1287/MNSC.46.2.186.11926
https://doi.org/10.1287/MNSC.46.2.186.11926
https://doi.org/10.2307/30036540
https://doi.org/10.2307/30036540
https://doi.org/10.1016/j.frl.2021.101981
https://doi.org/10.1016/j.frl.2021.101981
https://doi.org/10.1108/imds-01-2019-0011
https://doi.org/10.1108/jstpm-03-2020-0058
https://doi.org/10.1108/jstpm-03-2020-0058


Woodside, A.G. (2014), “Embrace• perform• model: complexity theory, contrarian case analysis, and
multiple realities”, Journal of Business Research, Vol. 67 No. 12, pp. 2495-2503, doi: 10.1016/j.
jbusres.2014.07.006.

Yan, C., Siddik, A.B., Akter, N. and Dong, Q. (2021), “Factors influencing the adoption intention of
using mobile financial service during the COVID-19 pandemic: the role of FinTech”,
Environmental Science and Pollution Research, Vol. 30 No. 22, pp. 1-19, doi: 10.1007/s11356-
021-17437-y.

Yeong, Y., Kalid, K., Savita, K., Ahmad, M. and Zaffar, M. (2022), “Sustainable cryptocurrency
adoption assessment among IT enthusiasts and cryptocurrency social communities”,
Sustainable Energy Technologies and Assessments, Vol. 52, 102085, doi: 10.1016/j.seta.2022.
102085.

Zakarneh, S., Qaroush, Q. and Dawabsheh, A. (2022), “Cryptocurrencies advantages and
disadvantages: a review”, International Journal of Applied Sciences and Smart Technologies,
Vol. 4 No. 1, pp. 1-20, doi: 10.24071/ijasst.v4i1.4610.

Further reading

Wild, J., Arnold, M. and Stafford, P. (2015), “Technology: banks seek the key to blockchain”, Financial
Times, Vol. 1 No. 2015.

(The Appendix follows overleaf)

Coinbase
Wallet in the

Spanish
environment

567

https://doi.org/10.1016/j.jbusres.2014.07.006
https://doi.org/10.1016/j.jbusres.2014.07.006
https://doi.org/10.1007/s11356-021-17437-y
https://doi.org/10.1007/s11356-021-17437-y
https://doi.org/10.1016/j.seta.2022.102085
https://doi.org/10.1016/j.seta.2022.102085
https://doi.org/10.24071/ijasst.v4i1.4610


Appendix 1

Use Intention (phi = 0.470, p < 0.001) Use Intention (phi = 0.458, p < 0.001) 
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The quintile analysis divided respondents’ cases into the lowest (i.e. 1) to the highest (i.e. 5) quintiles for
each measured construct and examined the relationships between two or more constructs (McClelland,
1998). The key point here is the occurrence of cases where consumers with a low to very low concern for
an adoption factor (e.g. e-WOM) have a high to very high intention to use (0þ 7þ 11þ 175 38 cases or
35/349 or 10.03% of total cases), as well as cases where consumers with a high to very high concern for
an adoption factor (e.g. trust) have a low to very low purchase intent (5þ 7þ 4þ 105 26 or 26/349 or
7.44% of total cases). Thus, in the case for example of web quality, approximately 19% of the total cases
in the study show two relationships that run counter to the symmetric relationship that consumers with
a high to very high concern for web quality have a high to very high intention to use. Also, in some of the
sample cases, there is an opposite relationship for other adoption values in this study. Thus, the use of
non-symmetric methodologies is justified by a deeper analysis of consumer behavior, as well as to
improve the predictive ability of the analyses (Pappas andWoodside, 2021). In the case of perceived risk,
the tables of opposite cases are on the opposite side, since it is a condition expressed in negative, i.e. that
is, we consider that the higher the perceived risk, the lower the intention to use. In the case of the table, we
show the cases where a low level of perceived risk implies a low level of use, and a high level of perceived
risk implies a high level of intention to use.
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